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List of abbreviations 
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1 Note: despite Facebook’s recent rebranding as Meta, the older, more famous GAFAM acronym will be used as 

it remains more widely used and recognised than the now-correct GAMAM. 
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1. Introduction 

On 15 December 2020, the European Commission published its legislative proposal for 

a Regulation on contestable and fair markets in the digital sector, which has then become 

known as the Digital Markets Act (DMA). After the publication of the proposal, what followed 

was a 15-month-long legislative process which saw the Committee on the Internal Market and 

Consumer Protection (IMCO) as the main responsible committee for the European Parliament2 

and the Competitiveness Council (COMPET Council) with its related working party as the 

competent conformation of the Council.3 After the adoption of the EP’s and the Council’s 

positions on the DMA, respectively on 15 December 2021 and 25 November 2021, four 

trilogues concentrated in the three-months period between January and March 2022 led the two 

co-legislators to a political agreement on the final text of the DMA which was reached on 24 

March 2022.4 After review by the legal services to finalise the juridical details of the language 

employed, the text was adopted at first reading by the EP on 5 July 20225 and by the Council 

on 18 July 2022.6 It has then been signed on 14 September 20227 and it is expected to be 

published on the Official Journal of the EU by the end of September. When published, the 

DMA will enter into force 20 days after its date of publication, and it will become applicable 

6 months after its entry into force.8 

The DMA is part of a broader Digital Services Act package, which also encompasses the 

upcoming Regulation on a Single Market For Digital Services (known as the Digital Services 

Act, or DSA) proposed and discussed in parallel to the DMA9 and which was complemented 

 
2 Council of the European Union, “Proposal for a Regulation of the European Parliament and of the Council on 

contestable and fair markets in the digital sector (Digital Markets Act) – Progress report”, 8807/21, 2021, 

https://data.consilium.europa.eu/doc/document/ST-8807-2021-INIT/en/pdf. 
3 Ibid. 
4 Council of the European Union, “Proposition de Règlement du Parlement Européen et du Conseil relatif aux 

marchés contestables et équitables dans le secteur numérique (législation sur les marchés numériques) – Analyse 

du texte de compromis final en vue d'un accord”, 8395/22, 2022, https://data.consilium.europa.eu/doc/document

/ST-8395-2022-INIT/x/pdf. 
5 European Parliament legislative resolution of 5 July 2022 on the proposal for a regulation of the European 

Parliament and of the Council on contestable and fair markets in the digital sector (Digital Markets Act), 

P9_TA(2022)0270, 2022, https://data.consilium.europa.eu/doc/document/ST-10966-2022-INIT/en/pdf. 
6 Council of the European Union, “Voting result on the Regulation of the European Parliament and of the Council 

on contestable and fair markets in the digital sector (Digital Markets Act)”, 11507/22, 2022, 

https://data.consilium.europa.eu/doc/document/ST-11507-2022-INIT/en/pdf. 
7 "Procedure File: 2020/0374(COD) | Legislative Observatory | European Parliament", 

Oeil.Secure.Europarl.Europa.Eu, last accessed 21 September 2022, 

https://oeil.secure.europarl.europa.eu/oeil/popups/ficheprocedure.do?reference=2020/0374(COD)&l=en.  
8 Art. 54 DMA. This is expected to happen by mid-2023. 
9 Proposal for a Regulation of the European Parliament and of the Council on a Single Market For Digital Services 

(Digital Services Act) and amending Directive 2000/31/EC, COM/2020/825 final, 2020. 

https://data.consilium.europa.eu/doc/document/ST-8807-2021-INIT/en/pdf
https://data.consilium.europa.eu/doc/document/ST-8395-2022-INIT/x/pdf
https://data.consilium.europa.eu/doc/document/ST-8395-2022-INIT/x/pdf
https://data.consilium.europa.eu/doc/document/ST-10966-2022-INIT/en/pdf
https://data.consilium.europa.eu/doc/document/ST-11507-2022-INIT/en/pdf
https://oeil.secure.europarl.europa.eu/oeil/popups/ficheprocedure.do?reference=2020/0374(COD)&l=en
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in February 2022 by the Proposal for a Regulation on harmonised rules on fair access to and 

use of data (now known as the Data Act).10 Together, the new Regulations expand on the 

existing body of EU regulation on the digital sector, encompassing pieces of legislation such 

as the e-Commerce Directive,11 the GDPR12 and the P2B Regulation,13 to address the 

“significant gaps and legal burdens” that remained unaddressed due to the rapid development 

and evolution of digital services, in particular online intermediaries and platforms.14 In 

particular, the DMA focuses on ensuring “fairness” and “contestability” in digital markets 

through a list of special obligations on “gatekeeper” platforms, while questions related to illegal 

or harmful content, goods and services on online intermediaries were tackled by the DSA. 

“Gatekeepers” are a subset of very large digital platforms “with a systemic role in the internal 

market that function as bottlenecks between businesses and consumers for important digital 

services”,15 and they are designated according to the procedure provided for in Article 3 DMA 

when they satisfy the criteria of having a “significant impact on the internal market”, providing 

“a core platform service which is an important gateway for business users to reach end users” 

and enjoying (or being about to enjoy) “an entrenched and durable position”.16 These criteria 

are presumed to be satisfied when the undertaking at hand satisfies certain quantitative 

thresholds related to its annual Union turnover or market capitalisation and to its active user 

base.17 Under the DMA, undertakings designated as gatekeepers will have to comply with a set 

of obligations which tackle their “unfair” practices which are allegedly not properly addressed 

by existing competition rules. 

This dissertation is structured as follows. The literature review in Chapter 2 provides an 

overview of the characteristics of digital platforms and platform ecosystems described in the 

academic literature, before moving to the new regulatory issues raised by digital platforms with 

a special focus on how their peculiar characteristics are difficult to account for using traditional 

 
10 Proposal for a Regulation of the European Parliament and of the Council on harmonised rules on fair access to 

and use of data (Data Act), COM/2022/68 final, 2022. 
11 Directive 2000/31/EC. 
12 Regulation (EU) 2016/679. 
13 Regulation (EU) 2019/1150. 
14 "The Digital Services Act Package", Ec.Europa.Eu, last accessed 16 September 2022, https://digital-

strategy.ec.europa.eu/en/policies/digital-services-act-package.  
15 "Digital Markets Act (DMA)", Competition-Policy.Ec.Europa.Ec, last accessed 16 September 2022, 

https://competition-policy.ec.europa.eu/sectors/ict/dma_en.  
16 Art. 3(1) DMA. 
17 Ibid., Art. 3(2). These thresholds are not absolute – Art. 3(5) DMA allows undertakings which satisfy them to 

present “sufficiently substantiated arguments” to rebut its designation as a gatekeeper, while Art. 3(8) DMA 

allows the Commission to design an undertaking which satisfies the requirements of paragraph (1) as a gatekeeper 

even if it does not satisfy the quantitative thresholds. 

https://digital-strategy.ec.europa.eu/en/policies/digital-services-act-package
https://digital-strategy.ec.europa.eu/en/policies/digital-services-act-package
https://competition-policy.ec.europa.eu/sectors/ict/dma_en
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competition law concepts. Chapter 3 presents in detail the research design behind this 

dissertation, while Chapter 4 describes the content, purpose, legislative evolution and 

stakeholders’ concerns for each of obligations selected for discussion following the what was 

set out in the research design. The critical analysis in Chapter 5 identifies common features and 

concerns which cut across the obligations, suggesting that several of them will likely need to 

be further specified in order to be properly implemented, as well as identifying some specific 

obligations that are singled out for the particular concerns they raise. These concerns regard 

either the business model agnostic approach of the DMA, which raises problems as the 

implementation of certain obligations does not sit easily with all types of business model, or 

the fact that, by not considering enough the positive effects of the governance role played by 

the platform owner, two specific obligations risk to create vulnerabilities in terms of end user 

cybersecurity and of the proliferation of spam and illicit offerings by placing too broad 

restrictions on platform governance mechanisms. The critical analysis also finds that the 

obligations introduced by the DMA address competitive issues by directly prohibiting 

individual “unfair” practices. This finding constitutes the starting point of the discussion 

contained in Chapter 6, which recognises how such a closed-list approach has the merit of 

providing a simple and fast remedy to many of the competition issues identified in the 

literature, but also the demerit of not introducing the necessary instruments for general 

competition law to properly assess the conduct of platform owners outside of the scope of the 

list of practices banned by the DMA. This has the dual implication of, on one hand, prohibiting 

certain practices regardless of their competitive or welfare implications, leading to the business 

model and governance concerns described in Chapter 5; and, on the other hand, of leaving all 

kinds of conduct not falling under the DMA’s closed list of obligations in the realm of pre-

DMA antitrust enforcement where all the shortcomings evidenced in the previous chapters will 

continue to apply. Concluding remarks are drawn at the end, arguing that this latter 

shortcoming is the main limitation to the DMA’s ability to bring antitrust enforcement on step 

with the developments introduced by platforms and ecosystems. 
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2. Literature review 

2.1. What do we mean by “platform”? 

The concept of platform is a frequently used one, be it in common parlance, in 

institutional and commercial settings or in the academic literature. Despite this, the ambiguity 

of the term has been noted, with Robert Gorwa18 underlining how it is employed in different 

ways by various scholarly communities. A common trait is that academic definitions of 

platforms often tend to emphasize their role in enabling, shaping and, more generally, 

mediating interactions between different participants. Parker, Van Alstyne and Choudary, for 

instance, gave the following definition: 

“A platform is a business based on enabling value-creating interactions between external 

producers and consumers. The platform provides an open, participative infrastructure 

for these interactions and sets governance conditions for them. The platform’s 

overarching purpose: to consummate matches among users and facilitate the exchange 

of goods, services, or social currency, thereby enabling value creation for all 

participants.”19 

In a similar fashion, Kenney and Zysman described digital platforms as “multisided digital 

frameworks that shape the terms on which participants interact with one another”.20 Besides 

emphasizing how this is achieved through “complicated mixtures of software, hardware, 

operations, and networks”,21 however, they accompanied this looser definition focused on 

participant interactions and their governance with a stricter one, which recognises as a key 

aspect how platforms “provide a set of shared techniques, technologies, and interfaces to a 

broad set of users who can build what they want on a stable substrate”.22 This distinction 

between definitions focusing on interactions and definitions emphasizing the role of 

complementors has been further recognised by McIntyre and Srinivasan, who distinguished 

between industrial organisation (IO) conceptualisations seeing platforms as “interfaces […] 

 
18 Robert Gorwa, "What Is Platform Governance?", Information, Communication & Society 22, no. 6 (2019): 854-

871, doi:10.1080/1369118x.2019.1573914. 
19 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (New York: W. 

W. Norton & Company, 2016) (emphasis in original). 
20 Martin Kenney and John Zysman, "The Rise Of The Platform Economy", Issues In Science And Technology 32, 

no. 3 (2016), https://issues.org/rise-platform-economy-big-data-work/.  
21 Ibid. 
22 Ibid. 

https://issues.org/rise-platform-economy-big-data-work/
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that can serve to mediate transactions between two or more sides”23 and technology 

management conceptualisations which “extend this notion by emphasizing the additional 

function of platforms as building blocks that serve as the foundation on which other firms can 

build related products or services”.24 Other scholars have focused on specific sub-groupings of 

platforms: one example is Tiwana’s definition of software-based platforms as “software-based 

product[s] or service[s] that [serve] as a foundation on which outside parties can build 

complementary products or services”, so that “a software platform is therefore an extensible 

software-based system that provides the core functionality shared by “apps” that interoperate 

with it, and the interfaces through which they interoperate”.25 In specifying what platforms are 

not, Tiwana explicitly excluded one-sided platforms, which are considered as “products or 

services often confused or mislabelled as platforms”26 since they do not facilitate interactions 

between two or more distinct groups of participants. Outside of the academic literature, the 

term has been deployed by technology companies to promote particular brandings of their 

offerings, and more widely it has become “shorthand both for the services provided by many 

technology companies, as well as the companies themselves”.27 

Possibly in the light of this ambiguity, the DMA evaded the question of providing a 

formal definition of the concept of platform, deploying the alternative concept of “core 

platform service” instead. Core platform services, in the DMA, are not recognised through a 

definition containing the characteristics a digital service needs to have in order to be 

categorised as a core platform service; instead, they are individuated by reference to an 

exhaustive list of digital services.28 According to Article 2(2) DMA, in fact: 

“ ‘Core platform service’ means any of the following: 

(a) online intermediation services; 

(b) online search engines; 

(c) online social networking services; 

(d) video-sharing platform services; 

 
23 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps", Strategic Management Journal 38, no. 1 (2016): 141-160, doi:10.1002/smj.2596. 
24 Ibid. 
25 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (Waltham: Morgan 

Kaufmann, 2014), p. 5. 
26 Ibid. 
27 Robert Gorwa, "What Is Platform Governance?" (see note 18). 
28 Notice how some of the entries in the list, such as operating systems or virtual assistants, blur the line between 

“product” and “service” but are nonetheless categorised as “services” for the purposes of the DMA. 
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(e) number-independent interpersonal communication services; 

(f) operating systems; 

(g) Web browsers; 

(h) virtual assistants; 

(i) cloud computing services; 

(j) online advertising services, including any advertising networks, advertising 

exchanges and any other advertising intermediation services, provided by an 

undertaking providing any of the core platform services listed in points (a) to 

(i);”.29 

The Impact Assessment Report which accompanied the Commission proposal for the 

DMA justifies such a choice to provide a closed list rather than an open-ended definition for 

the sake of ensuring “the highest level of legal certainty” by “identify[ing] services as clearly 

as possible in the rules themselves”.30 The IAR specifies how these were identified by looking 

for digital services exhibiting the cumulative characteristics of (a) multi-sidedness and (b) 

“strong asymmetry in bargaining power” stemming from the presence of few, large players 

acting as a gateway between business and end users which become vulnerable to unfair conduct 

in the light of their economic dependence. 

While this focus on the empirical presence of gatekeeping behaviour is original, and 

stems from the Commission’s intent to limit the scope of the DMA to those digital services 

which are more “concerning” from an internal market perspective,31 the operationalisation 

described above comes closer to the strand of academic definitions focused on interactions than 

to the one focused on the opportunities for the emergence of complements. The relevance given 

to multi-sidedness and to enabling business-customer interactions echoes Parker, Van Alstyne 

and Choudary’s definition, as well as the broader version of Kenney and Zysman’s one, the IO 

accounts mentioned above, and Tiwana’s concern with the exclusion of one-sided services. 

The IAR’s concern with the abuse of gatekeeping positions is also an implicit recognition of 

the governance aspect contained in such definitions. Because of this, this dissertation will also 

follow the strand of interactions-based definitions and consider as platforms all those multi-

sided digital frameworks that enable, shape and provide governance for interactions between 

 
29 Art. 2(2) DMA. 
30 European Commission, “Commission Staff Working Document - Impact Assessment Report accompanying the 

document Proposal for a Regulation of the European Parliament and of the Council on contestable and fair markets 

in the digital sector (Digital Markets Act)”, SWD(2020) 363 final, 2020 (hereafter abbreviated as “IAR”), p. 37. 
31 Recital 12 DMA. 
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different groups of participants, without considering the possibility to develop external 

complements as a necessary condition for such definition. A caveat of such an approach is that 

some platforms which fit this definition will still not be captured by Article 2(2)’s list of CPS, 

as they do not (yet) show the imbalances in bargaining power considered as necessary in the 

IAR.32 

2.2. Platform characteristics, governance and ecosystems 

The emphasis on multi-sidedness shown above is justified in the light of the fact that the 

intermediation role played by platforms is at the very core of their value proposition. Tiwana 

states it very clearly, by claiming that “[t]he platform creates value by facilitating participants 

on one side finding those on the other side, or mediating their interactions”.33 A more nuanced 

perspective by Cennamo et al. maintains the central role of interaction intermediation, but 

distinguishes between existing interactions, which already used to happen off-platform and are 

only made more efficient by the platform’s facilitating role (e.g., payment systems), latent 

interactions, which would have existed off-platforms but did not happen because of 

prohibitively high transaction costs and are thus enabled by the platform’s mediation (e.g., 

aggregators collecting and comparing large numbers of offerings from different websites), and 

novel interactions, which encompass those new classes of interactions that only occur on 

platforms (e.g., adding another user to one’s friend list).34 Parker, Van Alstyne and Choudary 

bring this to the point of recommending to design platforms around a core interaction 

characterised by its participants, the value unit exchanged and the filters in place to ensure the 

relevance of such exchanges for users.35 They also note how, while goods or services and some 

form of currency may be part of the exchange, information exchanges through the platform 

itself are part and parcel of every interaction that happens on the platform.36 While multi-sided 

often means two-sided for most platforms,37 it is important to remember that (a) interactions 

between users on the same side do also happen and are relevant, and (b) three-sided (or more) 

platforms are becoming more prevalent as well (Tiwana makes the example of end users, app 

 
32 The IAR (p. 38) provides the example of industrial B2B platforms. 
33 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 32. 
34 Carmelo Cennamo et al., "Digital Platforms Regulation: An Innovation-Centric View Of The EU’S Digital 

Markets Act", SSRN Electronic Journal, 2022, doi:10.2139/ssrn.4152120. 
35 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
36 Ibid. 
37 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 32. 
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developers and advertisers for free apps on the iOS App Store).38 While “[m]ultisided markets 

have long existed outside of the technology industries”,39 digital platforms are supported by 

technological advancements that enabled them to challenge traditional modes of intermediation 

and offer superior alternatives.40 

The importance of interactions for a platform’s value proposition is strengthened even 

more by a related, but conceptually distinct, feature of platforms – network effects. Network 

effects – also known as network externalities in the economic literature41 – is a term used to 

refer to “the impact that the number of users of a platform has on the value created for each 

user”.42 They represent “the main source of value creation and competitive advantage in a 

platform business”,43 and they can represent a significant source of barriers to entry that 

consolidate an incumbent platform’s position.44 Network effects can be categorised according 

to their direction (positive or negative) and sidedness (same-side or cross-side).45 Thus, on a 

platform displaying same-side positive network effects, every new entrant to one side will 

increase the platform’s value for all participants on that same side (think, for example, of social 

network users, who see the number of potential connections they can form with other users 

increase as new users sign up to the platform), while on a platform displaying same-side 

negative network effects new entrants will decrease the platform’s value for other participants 

on their own side (think of sellers on e-commerce platforms, who have to face more 

competition as other sellers join the platform). Similarly, cross-side positive network effects 

increase the platform’s value for participants on the opposite side of the platform respect to the 

new entrants (more users of a software platform will imply more potential customers for 

app/program developers, and vice versa more developers will imply more choice for end users), 

while cross-side negative network effects will cause a reduction in the platform’s value on the 

opposite side of entrants (if too many advertisers on a platform result in too many ads being 

 
38 Ibid. Outside of Tiwana’s narrow focus on software platforms, it is also possible to find even more complex 

architectures with higher numbers of sides. For instance, Facebook can count end users, advertisers, business 

pages, sellers on the Facebook Marketplace and game developers for Facebook Gaming among others. 
39 Ibid. 
40 Michael G. Jacobides and Ioannis Lianos, "Regulating Platforms And Ecosystems: An Introduction", Industrial 

And Corporate Change 30, no. 5 (2021): 1131-1142, doi:10.1093/icc/dtab060. 
41 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 33. 
42 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
43 Ibid. 
44 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 33. 
45 Ibid., p. 34 
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shown to end users, the latter will enjoy less spending time on it and will probably reduce their 

usage). 

It is to be noted that the growth (or decline) in value due to network effects in not linear, 

but is known as nonlinear or convex growth46 due to the growing impact of additional nodes 

as the network grows in size. As explained by Parker, Van Alstyne and Choudary with the 

example of telephone networks, “[w]ith two telephones, one connection is possible. With four 

telephones, six. With twelve, sixty-six. And with 100 telephones, there are 4,950 

connections.”47 The same is true for digital platforms, and it is one of the reasons why it is a 

rational choice for platforms to prioritise growth over short-term profits, often by subsidising 

one side (a common strategy to this end is zero pricing) in order to attract the other48,49,50 – a 

strategy which is also rewarded by capital markets in the form of easy access to funding for 

platforms with promising growth prospects.51 Such relevance of network size is also why quick 

and easy scalability is essential for platforms, as “networks that permit frictionless entry are 

able to grow organically almost without bound”.52  

Strong, positive network effects are also the common denominator of many explanations 

of why markets where platforms compete tend to be horizontally concentrated53 and to “tip” 

towards winner-takes-all dynamics.54 Network effects, however, are rarely considered 

sufficient to cause market tipping by themselves. Two features that tend to be commonly 

regarded as necessary for winner-takes-all dynamics to emerge are high multi-homing costs55,56 

(albeit with different positions on whether they need to be present on both sides57 or whether 

 
46 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
47 Ibid. 
48 Ibid. 
49 Lina M. Khan, "Amazon’s Antitrust Paradox", Yale Law Journal 126, no. 3 (2017): 710-805. 
50 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps" (see note 23). 
51 Michael G. Jacobides and Ioannis Lianos, "Regulating Platforms And Ecosystems: An Introduction" (see note 

40). 
52 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19) 

(emphasis in original). 
53 Michael G. Jacobides and Ioannis Lianos, "Regulating Platforms And Ecosystems: An Introduction" (see note 

40). 
54 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps" (see note 23). 
55 Ibid. 
56 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
57 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 244. 
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one side is sufficient as well58) and switching costs,59 and low niche specialisation60 due to low 

demand for differentiated features.61,62,63 Another factor that has been mentioned in the 

literature are economies of scale,64,65 which can be boosted by economies of scope and 

economies of learning.66 At the same time, different subsets of researchers hold contrasting 

opinions on whether having a “superior” product or service is still determinant to achieve 

dominance, or if platforms displaying network effects as described above can still tip the 

market in their own favour despite their inferior offering.67 

The importance of network effects in order to achieve dominance for a platform has led 

to many studies on what strategies platform owners can implement to bring about the 

emergence of positive network effects (and, similarly, to avoid the emergence of negative 

ones). Some scholars have explored how firms can try to signal their future growth potential to 

influence user expectations and consequently their present adoption choices, while “strategists 

have focused on how platform providers can grow their installed base of users through 

strategies such as pricing, quality, and entry timing, [and] technology management scholars 

have largely focused their attention on issues of platform design and its subsequent impact on 

generating network effects”.68 Such an attention given to the strategies and design choices of 

platform owners is based on the recognition that platforms are not mere conduits for interaction 

between participants, but rather platform owners are able to (and do so constantly) shape and 

influence which interactions happen on a given platform and how. Before turning our attention 

to platform governance, however, we need to introduce another concept – namely, the one of 

ecosystems. 

 
58 Thomas R. Eisenmann, Geoffrey Parker and Marshall W. Van Alstyne, "Strategies For Two Sided 

Markets", Harvard Business Review 84, no. 10 (2006): 92-101+149. 
59 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
60 Ibid. 
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While the exact meaning of the term “ecosystem” remains disputed in the literature,69 

Jacobides, Cennamo and Gawer identified three broad streams of research: a “business 

ecosystem” stream, an “innovation ecosystem” one and – the one relevant for this dissertation 

– a “platform ecosystem” one, in which  

“the ecosystem comprises the platform’s sponsor plus all providers of complements that 

make the platform more valuable to consumers, […] [taking] a “hub and spoke” form, 

with an array of peripheral firms connected to the central platform via shared or open-

source technologies and/or technical standards.”70 

In such a conception, platform ecosystems are posited to emerge as a way to address the 

coordination questions that arise when dealing with certain kinds of complementarities71 which 

happen at the level of roles between different complements (“goods and services built on a 

platform that enhance the value of a core good to a network”)72 and the platform itself, without 

the need to resort to explicit inter-firm coordination due to the facilitating role played by 

technological modularity.73 Modularity “allows interdependent components of a system to be 

produced by different producers, with limited coordination required”74 and thus allows to 

maintain a significant degree of independence when addressing interdependencies that are not 

dealt with properly by markets. These characteristics are captured by Jacobides, Cennamo and 

Gawer’s second, more formalised definition: 

“ecosystems are groups of firms that must deal with either unique or supermodular 

complementarities that are nongeneric, requiring the creation of a specific structure of 

relationships and alignment to create value.”75 

The result of these dynamics is an ecosystem where “final customers can choose among 

the components […] [which] are bound together through some interdependencies”,76 with 

 
69 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And 

Practice", Industrial And Corporate Change 30, no. 5 (2021): 1199-1229, doi:10.1093/icc/dtab061. 
70 Michael G. Jacobides, Carmelo Cennamo and Annabelle Gawer, "Towards A Theory Of Ecosystems", Strategic 

Management Journal 39, no. 8 (2018): 2255-2276, doi:10.1002/smj.2904. 
71 The complementarities in question are unique complementarities (summarised as “A doesn’t ‘function’ without 

B”) and supermodular complementarities (summarised as “more of A makes B more valuable”) which are also 

nongeneric, in the sense that that the complementary good or service is not standardised enough to make issues 

of economic organization irrelevant. 
72 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps" (see note 23). 
73 Michael G. Jacobides, Carmelo Cennamo and Annabelle Gawer, "Towards A Theory Of Ecosystems" (see note 
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platforms providing a common architecture77 which underpins the interactions that define the 

ecosystem78 by allowing for the modularity mentioned above through the technical 

specification of standards,79 and with complementors generating complementary innovation 

and gaining access to the platform’s customers.80 When a platform manages to attract enough 

complementors (and the complements they provide) to lead to the emergence of an ecosystem, 

the platform will have the opportunity to benefit from indirect network effects as well – a 

second kind of network effects that arises “when the demand for one platform complement 

with strong network effects increases the demand for the platform itself”.81  

In the mutually beneficial relationship that emerges between the actors forming the 

ecosystem, in fact, complementors increase the platform’s value by committing their resources 

to the provision of complementary products which make the platform more attractive to end 

users;82 at the same time, however, some complementors can also compete with the services 

offered by the platform and still choose to participate in the ecosystem, as long as “their service 

is more valuable to consumers when it is offered as part of a set of complementary services 

than if they offered it separately on their own”.83 The role of the platform, on the other end, is 

that of providing a “core product or service”84 around which an offer of complements can 

develop, designing and adapting the platform’s own architecture in order to grow an attractive 

and differentiated offer of complements,85 as well as establishing a system of ecosystem 

governance and of conflict resolution among ecosystem participants.86 

 
77 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps" (see note 23). 
78 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
79 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps" (see note 23). 
80 Michael G. Jacobides, Carmelo Cennamo and Annabelle Gawer, "Towards A Theory Of Ecosystems" (see note 

70). 
81 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 35. 

Indirect network effects have also been described by McIntyre and Srinivasan (see note 23) as network effects 

“such that the value of the core good to adopters is greater in tandem with the complement than without it”; this 

dissertation adopts Tiwana’s stricter definition to avoid potential overlaps with the conceptually different notion 

of (positive) cross-side network effects. 
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83 Frederic Jenny, "Competition Law And Digital Ecosystems: Learning To Walk Before We Run", Industrial 

And Corporate Change 30, no. 5 (2021): 1143-1167, doi:10.1093/icc/dtab047. 
84 Ibid. 
85 David P. McIntyre and Arati Srinivasan, "Networks, Platforms, And Strategy: Emerging Views And Next 

Steps" (see note 23). 
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Such a notion – the one that ecosystem governance matters, and that it is intertwined with 

platform governance, is relevant as “behavior in an ecosystem, and ultimately, its success, is 

affected by the rules of engagement and the nature of standards and interfaces”.87 

At the platform level, governance refers to the ways platforms “significantly affect and 

mediate individual behaviour” through “content policies, terms of service, algorithms, 

interfaces, and other socio-technical regimes”;88 at the ecosystem level, it encompasses more 

broadly “the set of rules concerning who gets to participate in an ecosystem, how to divide the 

value, and how to resolve conflicts”.89 While this distinction maintains the conceptual one 

between platforms and ecosystems (“if platforms are about technologies, ecosystems are about 

interorganizational relations”90), in practice there are significant overlaps between the two, 

especially as the role of ecosystem orchestrator is generally performed by the platform owner 

while complementors usually represent (at least) one side of the platform. As formulated by 

Tiwana, “governance therefore flows from the platform owner who governs to app 

developers91 who are governed by the platform owner”.92 

The application of the concept of governance to platforms and ecosystems is in line with 

the move from earlier state-centric conceptions of governance towards broader “global 

governance” approaches which attempted to “better understand the power relationships and 

conflicts that emergent twentieth century (often corporate, private, or non-state) governance 

structures could create or enforce”.93 And just as political science and international relations 

scholars defined their conceptions of “good governance”, similarly the “goal of good 

governance by a platform owner” has been defined as “to shape and influence its ecosystem, 

not to direct it”.94 The orchestrating role of the platform owner is important as different groups 

of actors on multisided platforms can have diverging interests which can give birth to conflicts. 

Resolving these conflicts, together with making sure that participants create value for one 

 
87 Michael G. Jacobides, Carmelo Cennamo and Annabelle Gawer, "Towards A Theory Of Ecosystems" (see note 

70). 
88 Robert Gorwa, "What Is Platform Governance?" (see note 18). 
89 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
90 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
91 In our case, to platform participants more in general. 
92 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 118. 
93 Robert Gorwa, "What Is Platform Governance?" (see note 18). 
94 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 117 

(emphasis in original). 
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another, are two major goals of governance rules.95 In many cases, this means attempting to 

prevent or to deal with market failures – loosely described by Parker, Van Alstyne and 

Choudary as “situation[s] in which “good” interactions (fair and mutually satisfactory) fail to 

occur, or “bad” interactions do”.96 Proper management of network effects, as to incentivise the 

emergence of positive ones and to minimise the impact of negative ones, also passes through 

governance mechanisms that try to affect which interactions occur and which ones do not.  

An attempt to conceptualise such mechanisms has been made by Tiwana, who identified 

three different dimensions of platform governance - decision rights partitioning, the control 

portfolio and pricing policies97 – which, with the necessary adjustments, can be generalised 

from their original focus on software platforms to be applied to platform ecosystems more in 

general. 

Decision rights partitioning refers to how the “primary authority” for different kinds of 

decisions is allocated between the platform owner and app developers (in our case, this will 

also involve other complementors, business users and so on). Different categories of decisions 

include strategic and implementation decisions which can regard either the platform or the apps 

(complements/third party offerings/etc.).98 

The control portfolio refers to the set of control mechanisms available to the platform 

owner to “reward desirable behavior, punish bad behavior, and promulgate standards of 

behavior”99 on the platform. One example of such mechanisms is gatekeeping – the usage of 

“predefined objective acceptance criteria for judging […] not just for what is allowed in but 

also who is allowed in”.100 While in Tiwana’s conception this refers strictly to platform owners’ 

ex ante screening of apps submitted for approval, an application of the concept to platform 

ecosystems more in general will also capture many curation strategies and openness decisions 

relative to user participation101 (think, for instance, of age requirements to sign up to a certain 

 
95 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 

Networked Markets Are Transforming The Economy - And How To Make Them Work For You (see note 19). 
96 Ibid. While traditional economic definitions of market failures are based on the stricter concept of Pareto 
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platform, or content moderation policies which regulate what kind of content is admissible on 

a certain platform). A major difference of this broader application of the term is that, for the 

sake of scalability, such kind of controls will often be applied ex post (and often they will be 

at least partially implemented algorithmically) rather than through ex ante submissions as in 

the case of apps. Another mechanism – process control – refers to “the degree to which a 

platform owner rewards or penalizes app developers based on the degree to which they follow 

prescribed development methods, rules, and procedures”,102 often for the sake of effective 

interoperation with the platform’s ecosystem. This can happen, for instance, through “platform 

development and testing tools, simulation environments, and developer toolkits provided by 

the platform owner”.103 While such definition seems to be exclusively applicable to software 

complements, there can be examples of cases where forms of process control have been applied 

to other categories – an example is Etsy’s Handmade Policy, which requires items listed on the 

platform to be either physically made or designed by the seller104 and, in the latter case, 

specifies that simple forms of customization are not considered as design (and are thus banned), 

imposes extra transparency requirements for designers relying on production partners and 

prohibits to use “a contractor or agent who outsources production”105 as a production partner. 

The use of performance metrics to reward or penalise complementors for their achievement 

has been described by Tiwana as having been substituted by market competition in app stores, 

with “performance and survival of an app in the brutal marketplace serv[ing] as a powerful 

metric that eliminates the need for much metrics-based control”.106 While this can be true for 

explicit rewards and penalties, it is also true that search result rankings in app stores, e-

commerce platforms, aggregators, review platforms and so on often do rely on what Tiwana 

himself defined as market-oriented metrics, “such as unit sales, downloads, and end-user 

ratings”,107 especially if users can rely on filters such as “best rated” or “most downloaded”. If 

we hold that prominent placement in rankings is able to influence end users’ propensity to click 

on a given search result,108 we can see that this can constitute a subtler, less direct way for 

platform owners to reward the kind of complements or content which perform best in terms of 

the metrics taken into account by the platform’s algorithms. Lastly, relational control refers to 

 
102 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 124. 
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the platform owner’s reliance on norms and values to influence developers’ behaviour to 

achieve “an overarching collective goal for the platform ecosystem”.109 While Tiwana specifies 

how “relational control is widely used in open-source platforms”110 for what regard developers’ 

behaviour, it is easy to see how social norms and shared identities can be similarly relevant for 

other categories of platform users as well (think especially of platforms targeting particular 

niches, such as Etsy or Society6’s cater to artists and other creatives as sellers). 

The third and last dimension identified by Tiwana refers to pricing policies. In his 

conception, they are meant to provide incentives for app developers through decision on 

whether to subsidise one of the platform sides and for how long, whether to price for access or 

for usage, revenue-splitting decisions and decisions on the price of individual apps.111 The fact 

that most platforms – not only software platforms – face the choice of whether to subsidise one 

(or more)112 side has been presented above in the discussion regarding network effects and the 

consequent prioritisation of growth over short-term profits. Subsidisation can take many forms 

– from zero pricing, to pricing at a loss113 or even to the provision of developer tools for free 

and so on. Similarly, decisions on how to split revenues between the platform owner and sellers 

(or other categories of value creators) will need to be taken for every kind of platform, and not 

only for software ones. More broadly, decisions about monetisation strategies – whether, for 

instance, to charge a transaction fee rather than to charge for access to a community of users, 

or again for enhanced access or enhanced curation114 – can be a powerful governance 

instrument which allows the platform owner to capture part of the value generated on the 

platform and to compete with other platforms. Recent work by Boudreau, Jeppesen and Miric, 

for example, has evidenced how “freemium” strategies (offering a free product or service 

alongside a paid, enhanced version) are a determinant in the way network effects can be used 

to amplify the advantage of market leaders.115 

 
109 Amrit Tiwana, Platform Ecosystems: Aligning Architecture, Governance, And Strategy (see note 25), p. 125. 
110 Ibid. 
111 Ibid., p. 126. 
112 Think, for example, of free mobile apps: end users are subsidised through zero pricing, app developers are 

subsidised because they do not have purchase or subscription revenues to share with the platform, but the 

platform’s value still grows due to the larger choice of apps it can allow.  
113 An iconic example is Amazon selling its Kindle reader with below-cost pricing in order to grow a sufficient 

user base to become the dominant platform for eBooks. 
114 Geoffrey G. Parker, Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How 
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Network Effects", Strategic Management Journal 43, no. 7 (2021): 1374-1401, doi:10.1002/smj.3366. 
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Another important takeaway from the literature is that, in digital platforms, much of this 

governance happens through algorithms and automated decision making, through the 

deployment of “what are likely the largest, most global, and most widely used algorithmic 

systems in existence”.116 This leads our discussion to another important point, namely the fact 

that, besides the more or less explicit governance mechanisms discussed above, online 

behaviour is also constrained – and enabled – by the very structure and algorithms of the 

platform it takes place on.117 Tiwana takes a relatively neutral take on the issue, conceiving 

platform architecture as the instrument to manage and reduce a platform’s structural 

complexity, by enabling partitioning and systems integration through the right level of 

modularity.118 A completely different stance has been adopted by Lawrence Lessig, who 

summarised it in his iconic claim that “code is law”.119 Lessig’s conception of “regulation” is 

what results of the sum of four constraints – the law, social norms, the market, and architecture. 

In cyberspace (in our case, more specifically, in digital platforms), the function of architecture 

is performed by “code” – the “instructions embedded in the software or hardware”120 which 

constrain and enable behaviour by determining which behaviour is possible or impossible not 

through explicit rule, but in the same way “a locked door is a physical constraint on the liberty 

of someone to enter some space.”121 Quoting Lessig, Kenney and Zysman raised the example 

of the controversy between Apple and the US Department of Justice as the latter obtained a 

warrant requiring Apple to unlock an encrypted a phone in a criminal case – a warrant that, to 

be implemented, would have required Apple to write new code to make decryption possible.122 

Far from being a mere instrument to simplify the complexity of a platform as in Tiwana’s 

conceptualisation, such a view of “code” recognises the non-neutral role of platform 

architecture, as the way code is deployed for the purposes of platform governance is as much 

the result of deliberate (often self-interested) choice by platform owners123 as it is the result of 

technical necessity. Quoting Lessig 

“Architecture or protocols set these features, which are selected by code writers. They 

constrain some behavior by making other behavior possible or impossible. The code 
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embeds certain values or makes certain values impossible. In this sense, it too is 

regulation, just as the architectures of real-space codes are regulations.”124 

Architecture is also important because it enables the “backstage datawork”125 which not 

only allows platforms to collect data, but also to standardise them enough to make the 

subsequent algorithmic computations which are crucial for platforms’ value propositions 

possible.126 Alaimo and Kallinikos noted how this is not limited to the recording and collection 

of transaction data, data about “simple online behavior” or “prior facts”, but it also involves 

what they define as “encoding” - the creation of “actions which users are invited to perform 

and records the performance of such actions into distinct data fields”127 by “carefully 

organizing user platform participation along specific activity corridors”.128 The collected data 

then become “strategic assets”129 on which the platform’s algorithms operate130 in order to 

enable a series of data-driven advantages, which can range from improvements to the quality 

of the services thanks to the increased availability of data for the algorithms to the identification 

of potential complements to be offered, either directly or through third-party complementors, 

and even to the identification of other markets to be entered.131 

Kenney and Zysman have commented that platform entrepreneurs have already started 

to recognise how architecture and “code” (but the same considerations can be broadened to 

platform governance in general) can be used to “remake existing law by creating new practices 

on their platforms that essentially establish new norms of behavior”.132 While this need not 

necessarily raise concerns, it can turn into an issue when platform owners manage to build 

“powerful positions as orchestrators”133 which open the possibility of exploitative behaviour 

against their locked-in partners. Jacobides and Lianos, for instance, raised particular concerns 

towards those situations in which the platform exploits its central role in the ecosystem to 

compete directly with its complementors or business users on unfair terms, such as by refusing 

them access to the platform, discriminating in its own favour or using the information they 
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generate to “piggyback” on their success.134 This kind of developments leads us directly to the 

next step of this review – namely, an overview of some regulatory questions of this kind that 

arise when dealing with digital platforms and platform ecosystems. 

2.3. Platforms and regulatory issues 

Much of the discussion around the regulation of platforms and ecosystems revolves 

around the argument that, so far, platform companies have been “profoundly 

underregulated”.135 Coupled with the widely shared – albeit contested136 – notion that digital 

market and ecosystems are “prone to tipping and lock-in for customers and complementors”137 

due to orchestrators’ nodality and capacity to exploit bottlenecks, this has resulted in a political 

consensus that their power should be curtailed and subject to scrutiny.138 This has happened 

despite observations that regulatory authorities are not well equipped to tackle the challenges 

posed by a digital economy that has dissolved the boundaries which defined the concepts of 

“an industry” and “a market”,139 leading to the mixed results of early reform attempts.140 Gorwa 

has described this trend as a series of calls for a shift from the current dominant model of “self-

governance” towards more “external governance” through the policy levers of “comprehensive 

privacy and data protection regulation, the repudiation of intermediary liability protections, and 

the use of competition and monopoly law.”141 These calls for governance have been justified 

by reference to a “heightened risk of a set of negative social costs being presented by 

platforms.”142 Owen has listed concerns regarding information reliability in the face of micro-

targeted content aimed at engagement rather than quality information, the emergence of new 

social harms and divisions, including an increasingly polarized public sphere, and resulting 

concerns regarding the integrity of the democratic electoral process.143 He has also noted the 

importance for citizens of content-related problems, including questions related to the 
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proliferation of illegal content, the protection of minors online, political interferences and the 

issue of automated “bot” accounts.144 More interestingly for our discussion related to the DMA, 

Gorwa also raised the issue of the “exploitation of concentrated market power” by platforms 

enjoying “near-unassailable competitive advantages” inviting abuses of power, and 

consequently called for efforts to promote competition in the digital platform sector.145 It is 

exactly to these competition questions raised by digital platforms and ecosystems that the rest 

of this section will be dedicated. 

2.3.1. Competition law and digital platforms 

Much of the criticism of current competition rules related to digital platforms revolves 

around the alleged lack of efficiency of antitrust investigations, which appear to be too long to 

properly address fast-paced digital markets through ex post enforcement.146 The dominance of 

a few platforms, coupled with the “special vulnerabilities” created by their ubiquity,147 is 

generally regarded as a problem,148 but on both sides of the Atlantic US antitrust authorities 

and EU competition cases have failed to affect GAFAM’s mergers and behaviour 

respectively.149 Critics of antitrust efficacy see this, together with a “brand-new type of market 

power”150 stemming from the combination of a bottleneck position with rule-setting power in 

the ecosystem, as a reason to push for a regulatory approach towards digital platforms in the 

place of competition law enforcement.151 Beyond the allegations of enforcements failures or 

market failures, however, the deeper issue, is that – in the absence of an “ecosystem failure” 

equivalent of market failure theories152 – digital platforms and ecosystems call into questions 

the efficacy of some of the basic concepts and assumptions of competition law. 

The fact that competition does not happen in a single product market anymore, but rather 

in – or between – ecosystems of complementary products, for instance, means that a key step 

of competition law proceedings – market definition – becomes more problematic as the current 

framework struggles to fully appreciate “the actual or likely effects of an undertaking’s 
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leveraging its dominance in one relevant market to related markets in the same ecosystem”153 

as it forces competition authorities to identify two separate relevant markets, assess a firm’s 

dominance in one of the two and then establish a causal connection with the second one where 

dominance is being leveraged.154 Platforms’ multi-sidedness only complicate the issue further, 

as the platform’s individual sides may not represent “relevant markets” on their own as 

platform strategies take into account the interaction between users on different sides (e.g. 

network effects) rather than maximising profits on each side independently,155 despite offering 

different services to different sides. These dynamics, together make the assessment of market 

power and, relatedly, findings of dominance equally challenging to be performed through the 

use of traditional competition law instruments,156 as different products and services are offered 

to different sides where different dynamics take place.157 Jacobides and Lianos, for instance, 

make the example of how an assessment based on market shares would fail to assess Apple as 

dominant in the smartphone sector; however, as customers tend to single-home by only owning 

a single smartphone, other players who want to access iPhone users will need to participate in 

Apple’s ecosystem – at Apple’s conditions.158 

Similar complexities arise when it comes to the identification of specific practices as 

abusive or anti-competitive. Standards based on consumer welfare face the issue of either 

failing to recognise exploitation of other sides of the platform (e.g., complementors)159 or 

remaining caught up in difficult comparisons and trade-off decisions between the welfare of 

different groups when a practice has different effects on different sides.160 Jacobides and Lianos 

note that this is particularly the case when “the end user in one market becomes the productive 

input in the other”.161 Pricing, which is of particular relevance as consumer welfare reductions 

are often measured in terms of increased prices, becomes more difficult to use both as an 

indicator of dominance and of anti-competitive behaviour, because prices are not established 

 
153 Ibid. 
154 Ibid. 
155 Frederic Jenny, "Competition Law And Digital Ecosystems: Learning To Walk Before We Run" (see note 83). 
156 Jenny makes the example of market shares and concentration. 
157 Frederic Jenny, "Competition Law And Digital Ecosystems: Learning To Walk Before We Run" (see note 83). 
158 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). The authors note that a workaround to find dominance in a “traditional” assessment would require the 

(somewhat creative) definition of some “bottleneck aspect” of Apple’s ecosystem as a market of its own, separate 

from the rest of the ecosystem’s functionalities. 
159 Michael G. Jacobides and Ioannis Lianos, "Regulating Platforms And Ecosystems: An Introduction" (see note 

40). 
160 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
161 Ibid. 



 22 

independently for each side and because of the dynamics of cross-side subsidisation discussed 

above. Jenny makes the example of pricing below cost: while usually regarded as predatory 

pricing and thus as anti-competitive (as a firm slashes its profits to drive competitors out of the 

market, in order to later raise them again and enjoy monopoly rents), for platforms it can 

represent a rational profit-maximising strategy in order to attract paying customers on the other 

side through network effects.162 Zero pricing, in particular, has the added consequence of 

shifting competition away from price completely and towards quality and innovation – two 

dimensions that are harder to observe and quantify for competition law proceedings than 

increased prices,163 despite anti-competitive behaviour may still cause harm to users despite 

them receiving free services.164 

Jacobides and Lianos165 have claimed that many of these shortcomings are due to the fact 

that, as argued by Petit and Teece, much of the focus on platform competition has been placed 

on static competition for existing rents through (almost) perfect substitutability rather than 

dynamic competition for future rents through innovation.166 This has led them to conclude that 

strong inter-ecosystem dynamic competition causes many of the rents enjoyed by Big Techs to 

be either Ricardian or Schumpeterian (and thus, in their view, compatible with long-term 

consumer welfare) rather than undesirable monopoly rents.167 Jacobides and Lianos, instead, 

have questioned the extent to which different Big Tech firms with different business models 

actually compete directly rather than accommodating each other, making the example of 

Google paying Apple more than $10 billion per year in exchange for Google being the default 

search engine for Apple software.168 Assessing the extent of actual inter-ecosystem competition 

is important for Jacobides and Lianos because, in their conception, lack of inter-ecosystem 

competition allows orchestrators to entrench their dominance and distort intra-platform 

competition.169 
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This is particularly problematic for vertical intra-ecosystem competition,170 which “falls 

in a blind spot of existing competition law yet is at the core of contemporary concerns with 

platform orchestrators”.171 Many of the concerns commonly raised towards orchestrators’ anti-

competitive conduct, in fact, tend to be tied to unfair surplus sharing terms as policies that once 

supported complementors are changed to become more exploitative once the ecosystem has 

grown and gathered pace.172 A key point of contention, in this regard, is represented by those 

cases in which platforms play a “dual role”, by both acting as marketplace operators through 

their regulatory and gatekeeping position and competing with their own business users or 

complementors.173 The concern, here, is that orchestrators may exploit their position to either 

deny access to competitors or to discriminate in favour of their own products and services, or 

again exploit non-public information about independent business users’ successful products 

and services to develop their own competing offerings.174 While these practices have sparked 

a series of antitrust investigations, in particular by the European Commission, “premised on 

either the assumption that Big Techs must ensure rivals a level playing field or a sort of 

platform neutrality regime which represents a version of the essential facility doctrine”,175 

Colangelo has questioned the possibility to sanction this kind of conduct under existing 

competition law “because dominant players are not subject to a duty to keep their rivals in the 

market”.176 The fact that many of the self-preferencing practices which are object of concern 

rely on end users’ behavioural biases (in particular, status quo biases)177 complicates the matter 

further, as this introduces trade-offs between end user convenience and potentially “better” 

offerings into the considerations for any “consumer welfare” test.178,179 

Another issue that is often raised regards the alleged competitive advantage that 

incumbents enjoy due to the large amount of data that they manage to accumulate “as a by-
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product of the normal functioning of a platform”180 and which they can leverage to provide 

better targeting and customization and to deploy AI and A/B testing to further improve the 

quality of their services.181 The twofold concern, here is, on one hand, with the “ sizeable power 

asymmetry” that, in the absence of a “proper regime of property rights on personal data”, has 

characterized the contractual relations between platforms and users;182 and, on the other hand, 

with the competition dynamics that emerge as incumbents try to entrench their data advantages 

by both denying access to data to (potential) competitors183 and engaging in strategic mergers 

and acquisitions in order to gain access to the target firm’s data “giving the merged firms an 

advantage which could not be duplicated by competitors”.184 While existing competition law 

has attempted to deal with the issue of data access through the essential facilities doctrine, the 

emergence of calls for regulatory intervention through data portability and data sharing rules 

reflects the idea that this is too limited of an option to ensure the degree of access to data 

necessary to encourage competition.185 Regarding mergers, Jenny has noted how competition 

authorities may be worried both about the creation of un-replicable advantages and the 

degradation of the privacy protection by the merged firms.186 The potential competitive 

pressure, both in terms of customers and of data acquisition, posed by the acquired firms is also 

at the centre of concerns regarding large platforms’ “killer acquisitions” – which Owen claims 

that, in some market segments, may represent “the only viable path for a new business”187 – of 

firms with the potential to compete with either one of their offerings or with their ecosystem.188 

Two commonly discussed examples are Facebook’s acquisitions of Instagram, which Mark 

Zuckerberg acknowledged to have been driven by Instagram’s threat to “leave behind” 

Facebook,189 and of WhatsApp, which Petit and Teece claim could have “[kept] developing 
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itself as a strong Facebook competitor” due to Facebook’s “observable low capabilities” in 

messaging.190 The assessment of the competitiveness of M&As by large platforms, however, 

is complicated by the difficulty of establishing clear counterfactuals,191 as well as by 

contrasting views on whether they effectively encourage or discourage innovation in sectors 

where the likelihood of being acquired by a Big Tech is high192 and trade-offs between the 

positive effect of an acquired innovation reaching consumers and the elimination of a potential 

competitor.193 

2.3.2. The DMA between competition and regulation 

As a regulation on “contestable and fair markets in the digital sector”, one could expect 

the DMA to be a piece of legislation that addresses the gaps mentioned above, allowing 

competition law to properly function when applied to platform ecosystems as well. The 

emerging academic literature, however, is quite cautious when facing the question of whether 

to categorise the DMA as a regulation implementing competition law or rather as a piece of 

sectorial regulation. It must be noted that, in real-world practice, the two categories can and do 

overlap: Jacobides and Lianos have noted a recent tendency to employ new ex ante regulation 

to “bridge the gap” of competition law when it comes to ecosystem competition.194 Larouche 

and de Streel similarly argue that, despite being sometimes conceived as alternatives by both 

academics and practitioners, EU law involves a well-established “complementary relationship” 

between sector-specific regulation and general competition law, which should be conceived 

“as components of a coherent whole, i.e. an EU body of economic regulation”.195 In such a 

relationship, sectorial regulation is relied upon to deal with “structural competition problems” 

that general competition law is ill-equipped to deal with effectively.196 Colangelo described 
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how the EU Commission Experts’ report197 seems to advocate for a similar approach towards 

digital platforms, as on one hand it concedes the competition law approach is suitable to the 

current state of the emerging platform economy, and on the other hand it recognises the 

potential need for a regulatory regime in the longer run and in particular it calls for the 

introduction of “a special responsibility” for platforms to ensure “fair, unbiased, and pro-users” 

competition.198 Jenny has echoed this view by describing the DMA as a proposed “complement 

to competition law enforcement”,199 especially in light of the fact that the scope of the 

Regulation does not tackle all “competition issues raised by gatekeepers in the digital sector in 

general”, but only “the sub-set of these problems raised by a small number of very large 

platforms”.200 Jacobides and Lianos similarly stated that “ex ante regulation [the DMA] does 

not obviate the need for ex post intervention [by antitrust enforcement]”,201 and that the two 

can complement each other instead – especially when it comes to preventing market tipping 

and user lock-in.202 Again, Chirico has claimed that the DMA pursues a “different but 

complementary objective to competition law” rather than introducing new competition rules.203 

Even the authors advancing these arguments, however, noted how it is not easy to 

collocate the DMA on either side of this conceptual overlap. As described below, it does not 

fit easily neither in the category of sector-specific regulation nor in the one of general 

regulatory frameworks.204 At the same time, however, the logic of some of the propositions 

behind the DMA is difficult to follow from a “pure” competition law standpoint,205 despite one 

of its goals being exactly to “to ensure sufficient intraecosystem competition”.206  

Part of the discussion relative to the DMA’s closeness to competition law revolves 

around the regulation’s dual objectives of “contestability” and “fairness”. Petit, while 

criticising the vagueness of the meaning of the two terms, draws a similarity between the two 
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objectives and the “two theories of abusive behavior in EU competition law, one based on 

fairness, the other on freedom to compete”,207 and claims that, between the two, the DMA is 

primarily concerned with the latter to the point of being “essentially a sector specific 

competition law”.208 In his view, the provisions on fairness are secondary and only in line with 

the European tradition of tackling the manifestations of market power and not only its sources 

– in a sense, they revitalised Article 102 TFEU prohibitions on exploitative “misuse of powers” 

that authorities have allegedly been reticent to apply.209 Larouche and de Streel also envision 

a close relationship between the two objectives and Article 102 TFEU, by drawing a parallel 

between “contestability” and its general objective “to keep markets as competitive as 

possible”210 and between “fairness” and its specific concern with the exploitation of market 

power.211 Colomo, instead, sees the two objectives as “independent from the protection of the 

competitive process as understood under Articles 101 and 102 TFEU”.212 He claims that the 

DMA is not only concerned with the exploitation of market power, but also with its 

strengthening and leveraging to adjacent markets irrespective of its (anti)competitive effects, 

following an expansive vision of fairness that goes beyond the competitive process to 

“neutralise the competitive advantages enjoyed by gatekeepers”213 and to rebalance 

competition in favour of third parties so that they can compete with gatekeepers “with similar 

forces”.214 The claim that the DMA’s objectives go beyond the prevention of anti-competitive 

behaviour is supported by the fact that the DMA’s setup forbids a series of practices without 

the prohibition being contingent on a finding that competition has been (or is likely to be) 

restricted in a relevant market,215,216 dispensing the Commission from having to deal with case-

to-case assessments217 and having to “overstretch” the doctrine218 to fit the behaviour of 

platforms into the existing categories of competition law – with all the complications already 

discussed above. Under this light, the DMA tries to “[run] ahead of competition law 
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development [in order to] pre-emptively lay down the law”219 instead of codifying the 

experience of past individual cases as done, for example, through block exemptions.220 

Besides noting superficial similarities in nature with US law “common carrier” 

regulation,221 instead, attempts to conceive the DMA as an example of sectorial regulation 

generally do so by comparing it to the EU telecoms regime.222,223 However, even here important 

differences remain. Instead of dispensing the Commission from engaging with competition law 

concepts, the telecoms regime is built around competition concepts224 such as “relevant 

market” definitions225 or the need to identify risks of competitive foreclosures to justify 

intervention, and its purpose is to bring the market to a situation where it can be subject to 

competition law alone.226 The DMA, on the other hand, replaces the “relevant market” 

approach with the designation of the status of gatekeeper as the threshold for intervention227 

(but not for the assessment of individual courses of conduct), and it foresees a more permanent 

overlap with competition rules as it does not provide for its own rolling back.228 These 

arguments, together with the DMA’s lack of a sectorial focus and centralised, rather than 

Member State, enforcement, put into question the possibility to categorise the DMA as sectorial 

regulation.229 This has led some academics to consider the DMA as something coming close 

to a general “per se regime”230 or an “ad hoc regulatory regime”;231 at the same time, however, 

Larouche and de Streel have raised doubts regarding the possibility to assimilate the DMA to 

such general regulatory frameworks such as consumer protection legislation as these tend to 

impose symmetrical obligations to pursue specific policy goals different than competition law 
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while the DMA imposes asymmetric obligations to pursue policy goals which remain close to 

the ones of competition law.232 

This mix of the purposes and features of regulation (both sectorial and general) and 

competition law “blur[s] the line between regulation and antitrust”,233 and because of this it has 

been used by Colangelo to ascribe the DMA to the category of the “more regulatory” approach 

to competition law, which aims at “integrating the antitrust toolkit with ex ante prohibitions to 

prevent anti-competitive practices by dominant platforms”.234 Despite this overlapping 

relationship, however, Larouche and de Streel describe that the Commission has been “at pains 

to put distance between its proposal and EU competition law”235 through its choice to base the 

proposal on Article 114 TFEU236 rather than as an implementation of competition rules, to the 

point of defining the regulation as a “lost child of competition law”.237 They find the 

justification put forward in the Impact Assessment that competition law is ill-equipped to deal 

with two market failures that characterise “gatekeeper markets” (entry barriers and economic 

dependency of business users) in the absence of dominance or anti-competitive agreements to 

be unconvincing, as they argue that the Commission has not had particular issues in finding 

dominance in the gatekeepers’ core market and to link it to leveraging and abusive practices 

through competition law proceedings.238 On the contrary, they find that the real reason that 

“makes it seem as if competition law is always running behind market developments”239 is the 

lengthy duration of competition law proceedings, which drain enforcement resources and could 

become unsustainable in the longer run.240 In this view, the DMA appears to build on the logic 

that traditional competition law enforcement is inefficient and “leaves too many instances of 
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bad behavior under-deterred”241 in the digital sector, and so it aims at “curing an enforcement 

failure rather than a market failure.”242 It does so by moving away from an economics-based 

approach to antitrust enforcement by integrating the Commission’s existing powers, which are 

considered insufficient, with a set of prohibitions on a list of practices that either it has 

examined in the past or that have been discussed in antitrust circles “without having to define 

relevant markets, to assess market dominance or to bear the burden of establishing that these 

practices are capable of restricting competition.”243  
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3. Research design 

This dissertation will focus on assessing to what extent the obligations on gatekeepers 

introduces by the DMA bridge the gap between competition law and platform ecosystems 

evidenced in the literature review, by focusing in particular on intra-platform competition 

instances where the platform owner competes with its own business users. This particular focus 

has been selected in the light of the competition concerns raised in the literature review, which 

placed competition for the value produced by an ecosystem in a “blind spot” of competition 

law,244 as well as because several of the examples of competition cases, complaints and unfair 

practices reported by the Commission in the Impact Assessment Report245 which accompanied 

the DMA proposal, as well as in its Support Study,246 are concerned with this specific kind of 

competition. 

The research design for this dissertation involves the individual analysis of 11 obligations 

introduced by the DMA, which have been singled out for their more direct connection with 

gatekeepers’ practices distorting competition with their own complementors and business 

users. For each of these obligations, the analysis will aim at (a) describing the content of the 

obligation at hand, (b) identifying the purpose behind the introduction of that specific 

obligation (i.e., the kind of practice, gatekeeper behaviour, market failure et similia that the 

Commission was concerned with when introducing it), (c) tracing the origin of changes to the 

Commission proposal, in those cases where the final text of the obligation differs markedly 

from the original one, and (d) identifying key stakeholders’ support for and/or concerns with 

the obligation under examination. 

The description of the content of each obligation will rely mostly on the text of the 

obligation itself as reported in the DMA, and it will be integrated with the relevant DMA 

recitals when necessary to clarify some aspect of the obligation (e.g., the scope of application). 

The identification of the purpose pursued by the Commission will be closely related to the 

description of the content, and it will mostly make use of the supporting documents that 

accompanied the DMA proposal (in particular, the IAR and the IAR Support Study Annexes), 

as well as past and ongoing competition cases mentioned by the Commission in its analysis 
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which may have constituted an informal “precedent” codified by the DMA. Changes to the 

Commission’s proposal will be traced through the consultation of archival documents relative 

to the legislative process which are available through the websites of the Commission, of the 

European Parliament and of the Council (see Table 1 below); the 4 column-tables reporting the 

Commission’s text, the EP mandate, the Council mandate and the compromise text for each 

part of the DMA in preparation for the trilogues will be particularly precious resources to this 

end. For reasons of brevity, only substantive changes will be traced (i.e., no changes in wording 

which maintain the same meaning as the original text). 

Document 

date 
Document Document type Available on 

17/12/2020 
Commission DMA 

proposal 
Commission proposal 

Consilium.europa.eu; 

Europarl.europa.eu 

17/12/2020 Impact Assessment Report Commission IAR 
Consilium.europa.eu; 

Europarl.europa.eu 

17/12/2020 
Impact Assessment Report 

Annexes 
Commission IAR 

Consilium.europa.eu; 

Europarl.europa.eu 

17/05/2021 Progress Report  Report Consilium.europa.eu 

31/08/2021 EESC opinion Opinion Consilium.europa.eu 

23/11/2021 
Statement by LUX / 

Statement by GER 
National position Consilium.europa.eu 

24/11/2021 Statement by AUS National position Consilium.europa.eu 

06/01/2022 
4-column table for 1st 

trilogue (11/01/2022) 
4-column table Consilium.europa.eu 

25/02/2022 
4-column table for 3rd 

trilogue (01/03/2022)  
4-column table Europarl.europa.eu 

18/03/2022 
4-column table for 4th 

trilogue (24/03/2022)  
4-column table Consilium.europa.eu 

18/03/2022 
Presidency proposal for 

renewed trilogue mandate 
Presidency proposal Consilium.europa.eu 

03/05/2022 
Analysis of final 

compromise text 
Final text Consilium.europa.eu 

11/07/2022 
Final DMA text (not 

signed) 
Final text Consilium.europa.eu 

14/09/2022 Final DMA text (signed) Final text Consilium.europa.eu 

Table 1. Archival documents consulted to trace the evolution of the obligations (not including documents quoted elsewhere in 

footnotes in this dissertation). A full table of all the documents available can be found in Appendix I. 
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Lastly, the source material for the identification of stakeholders’ support and concerns 

will consist in the stakeholders’ submissions to the Open Public Consultation that preceded the 

DMA proposal and of their feedbacks that followed the publication of the DMA proposal, both 

of which are available on dedicated pages through the Commission’s websites. Given the large 

amount of data available, relevant submissions from the OPC will be identified by searching 

for specific keywords relevant for the obligation(s) at hand in the full Excel dataset,247 and then 

integrating these results with the positions papers attached to the submission by the respondents 

identified when relevant. As “Big Techs” are almost certain to be designated as gatekeepers 

with the entry into force of the DMA, attachments by GAFAM will always be searched for the 

relevant keywords for the sake of completeness. 

The archival work described above has also been complemented by first-hand 

observations gathered during a three-months work-from-home internship at the Italian 

Permanent Representation to the EU,248 which made it possible to follow part of the 

developments which led to the adoption of the DMA before the relative documents were made 

available to the public and to have access to the concerns and observations raised confidentially 

by some stakeholders, including two prospective gatekeepers. 

The results of the analysis performed on obligations will then be the object of a critical 

analysis in Chapter 5, where common themes in the purposes of the obligations and in the 

concerns that they raised will be identified and where those specific concerns which will 

emerge as particularly relevant will be discussed individually. The discussion in Chapter 6 will 

then attempt to bring the findings of the previous chapters in touch with the competition 

concerns which have been individuated in the literature review, in order to draw some 

conclusions on the extent to which the DMA has bridged the aforementioned gap between 

competition law and digital platforms and ecosystems. 

Regarding the choice of the obligations to analyse, out of the 22 obligations introduced 

by the DMA listed in Table 2 on the next page, 11 of them have been identified as more closely 

related to intra-platform competition and they have been grouped along the following lines: 

 
247 The full dataset is available at "Digital Services Act – Deepening The Internal Market And Clarifying 

Responsibilities For Digital Services", Better Regulation Portal, last accessed 23 September 2022, 

https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12417-Digital-Services-Act-deepening-

the-Internal-Market-and-clarifying-responsibilities-for-digital-services/public-consultation_en. A list of the 

keywords used can be found in Appendix II. An acknowledged limitation of this approach consists in the limited 

ability to find matches from submissions in languages other than English. 
248 Dating from 10/01/2022 to 08/04/2022. 

https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12417-Digital-Services-Act-deepening-the-Internal-Market-and-clarifying-responsibilities-for-digital-services/public-consultation_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12417-Digital-Services-Act-deepening-the-Internal-Market-and-clarifying-responsibilities-for-digital-services/public-consultation_en
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- Article 5(3), 5(4) and 5(5) DMA target parity clauses and similar 

practices which shield the gatekeeper from competitive pressures from 

their business users through the use of other sales channels than the 

gatekeepers’ services; 

- Article6(3), 6(4), 6(5), 6(6) and 6(7) DMA target self-preferencing 

practices that could allow gatekeepers to exploit their position to favour 

their own products and services; 

- Article 6(2) and 6(10) DMA address gatekeepers’ use of allegedly unfair 

practices involving business users’ data; 

- Article 6(12) DMA targets the imposition of unfair or discriminatory 

access conditions. 

After a brief premise on how the obligations are organised in the broader structure of the DMA, 

we will now turn our attention to the analysis of these four groups of provisions.  
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Article no. Obligation 

5(2)  Ban on processing end user data from third party services and on cross-using 

and combining end user data from different services 

5(3)  Ban on MFN clauses (prevent offering at different conditions off-

platform) 

5(4)  Ban on prohibiting business users from communicating off-platform 

offers to end users 

5(5)  Duty to allow end users to access to app content, subscriptions and 

features acquired off-platform  

5(6)  Ban on preventing users from raising non-compliance issues with authorities 

5(7)  Ban on requirement to use, offer or interoperate with certain gatekeeper 

services 

5(8)  Ban on requirement to register with other core platform services 

5(9)  Duty to provide advertisers with access to information on ad prices, 

remuneration and fees (including remuneration for publishers) 

5(10)  Duty to provide publishers with access to information on ad prices, 

remuneration and fees (including prices for advertisers) 

6(2)  Ban on using non-public business user data to compete with them 

6(3)  Duty to allow un-installation of any app and to allow to change defaults 

on a gatekeeper's OS  

6(4)  Duty to allow and enable installation of third-party apps and app stores 

6(5)  Ban on self-preferencing in ranking, indexing and crawling 

6(6)  Ban on restrictions on switching between apps and services 

6(7)  Duty to provide interoperability with the same hardware and software 

features available to gatekeeper hardware and services 

6(8)  Duty to provide access to ad performance data and measuring tools to 

advertisers and publishers 

6(9)  Duty to provide end users with effective data portability and with the 

necessary tools to this end 

6(10)  Duty to provide business users with real-time access to data generated by 

their activity (including by their end users) 

6(11)  Duty to provide third party search engines with FRAND access to ranking, 

click, query and view data  

6(12)  Duty to apply FRAND access conditions to gatekeepers' app stores, 

search engines and social networking services 

6(13)  Ban on making termination conditions of a core platform service 

disproportionate 

7  Duty to provide interoperability of number-independent interpersonal 

communications services 

Table 2. List of DMA obligations.  
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4. Obligations 

4.1. How the obligations work: specification, suspension and exemption 

A first premise that needs to be made before discussing individual obligations regards 

the difference between Articles 5, 6 and 7 DMA, which contain the bulk of the obligations 

imposed by the DMA on gatekeepers.249 The reason behind the separation of the various 

obligations between different articles stands in the distinction between “self-executing” 

obligations (Art. 5) and obligations which can be subject to further specification (Art. 6 and 7) 

under Article 8 DMA, despite such difference has been blurred during the legislative 

process.250 Article 8 DMA, in fact, allows the Commission – under an advisory “comitology” 

procedure251 – to “adopt an implementing act, specifying the measures that the gatekeeper 

concerned is to implement in order to effectively comply with the obligations laid down in 

Articles 6 and 7”252 within three months since the opening of proceedings,253 either on its own 

initiative upon request of the gatekeeper in order to determine if the measures it has 

implemented (or is about to implement) are effective to achieve compliance with the obligation 

at hand.254 Specification is available for all three articles (and thus for the totality of the 

obligations) when the proceedings are opened for circumvention pursuant to Article 13.255 

Further options for “regulatory dialogue” also allow the Commission to temporarily suspend 

specific obligations on individual gatekeepers if they manage to demonstrate that “compliance 

with a specific obligation […] would endanger, due to exceptional circumstances beyond the 

gatekeeper’s control, the economic viability of its operation in the Union […] limited to the 

 
249 These articles are complemented by two transparency obligations, namely (i) to notify the Commission of any 

intended concentration involving entities providing CPS or other digital services, or which enable the collection 

of data (Art. 14 DMA) and (ii) to submit to the Commission “an independently audited description” of any 

consumer profiling techniques applied by the gatekeeper to or across its CPS (Art. 15 DMA). 
250 In the original Commission proposal, the distinction was only between two articles (5 and 6) rather than three, 

and Art. 8 DMA (which used to be Art. 7) did not foresee any possibility of further specification for Article 5 

obligations. As described hereafter, this possibility has been amended in during the legislative process, albeit only 

under limited circumstances, making the difference between the three articles less clear-cut than before. 
251 Art. 8(2) and Art. 50(2) DMA, read in conjunction. For reference regarding such kind of procedures, see 

Regulation (EU) No 182/2011, especially Art. 4. 
252 Art. 8(2) DMA. 
253 Ibid., Art. 8(5). 
254 Ibid., Art. 8(3).  
255 Ibid., Art. 8(2). Art. 13 DMA treats as “circumvention” both the subdivision of core platform services through 

any means in order to escape the quantitative thresholds for designation as a gatekeeper and (more relevant for 

Art. 8 proceedings) any behaviour of the gatekeeper “that undermines effective compliance with the obligations 

of Articles 5, 6 and 7”, including through the use of “behavioural techniques or interface design”. It also includes 

actions that hinder the capability of business users to obtain consent to treat personal data and that degrade the 

quality of the service offered to users who avail themselves of the rights granted to them by the DMA. 
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extent and the duration necessary to address such threat to its viability”256 or to exempt a 

gatekeeper from a specific obligation on either public health or public security grounds.257 

4.2. How the obligations were identified 

The Impact Assessment Report that accompanied the Commission proposal sheds some 

light on how the (original)258 list of obligations was identified. The obligations are associated 

to “key unfair practices” which are applicable to the core platform services listed in Article 

2(2),259 and were identified following four principles: (a) there is “sufficient experience with 

[their] harmful effects”260 which (b) points to the “egregious nature” of such practices; (c) the 

obligations stemming from such practices are directly applicable “to the extent possible”261 and 

the unfair practices can be “identified in a clear and unambiguous manner”262 for the sake of 

legal certainty. These criteria were used to identify a set of practices which are, according to 

the IAR, “well-documented and can be relatively easily circumscribed in ex ante regulation”,263 

while other practices were examined but rejected due to concerns with proportionality “at this 

point in time”.264 The IAR also includes a list of evidence for each of the practices included in 

the original DMA proposal. Such evidence is not only based on past antitrust decisions, both 

by the Commission and by other competition authorities, but it also includes evidence from 

complaints, investigations, studies and reports on the digital sector, as well as other IAs and 

regulations.265 This additional layer of evidence is important to legitimize the inclusion of some 

practices in the list, as the IAR explicitly admits that 

“For some of the practices listed below there is no decision or judgment confirming its 

effects on the market.”266 

The IAR also provides three categories in which the practices in question can be grouped – 

namely, “(i) unfair data driven practices, (ii) unfair self-preferencing, and (iii) unfair access 

 
256 Ibid., Art. 9(1). 
257 Ibid., Art. 10. 
258 Some obligations were added or expanded by the co-legislators during the legislative process. 
259 The IAR admits explicitly that “in some cases, the practices at stake target specific core platform services”. 
260 IAR, p. 50.  
261 Thus leaving open the possibility for further specification mentioned above. 
262 IAR, p. 51. 
263 Ibid. 
264 Art. 19 DMA, in fact, provides for the possibility for the Commission to launch a market investigation to either 

examine whether the list of CPS should be expanded, or to detect unfair practices which are not covered by the 

obligations in the DMA. In the latter case, the Commission will either be able to expand the existing obligations 

pursuant to Art. 12 DMA or to propose an amendment to the Regulation (see Recitals 69 and 77 DMA). 
265 IAR, p. 51. 
266 Ibid. 
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conditions”.267 Unfortunately, however, the IAR does not specify which practices (and their 

corresponding obligations) belong to which category explicitly (and, while for several of the 

practices such correspondence is quite straightforward, there remain some other ones for which 

categorization is more ambiguous), so that the use of similar names as these categories in the 

following pages should not be taken as following an “official” categorization of the obligations 

by the Commission. 

4.3. Parity clauses 

Article 5(3) DMA prohibits the practice commonly called “Most-Favoured Nation 

(MFN) clauses”, consisting in the use of (often contractual) obligations to prevent business 

users from offering their products and services through other sales channels at different prices 

and conditions than the ones offered through the gatekeeper’s intermediation services.268 The 

Commission is concerned with this kind of clauses as, when examining them in E-book MFNs 

and related matters (Amazon),269 it has held that they could hinder competition against the 

dominant platform by reducing incentives for the development of innovative offerings, the 

differentiation of offerings and business models and the expansion in the relevant market.270 

Besides their impact on inter-ecosystem competition, this kind of clauses enables further 

distortion of intra-ecosystem competition by foreclosing business users’ ability to work around 

unfair terms and conditions imposed by a gatekeeper through alternative distribution channels. 

A position similar to the one of the Commission has also been taken by some European 

NCAs, which have also tried to challenge other MFN clauses under Article 101 TFEU.271 

Interestingly, Article 5(3) prohibits not only wide MFN clauses (applying to prices and 

conditions on any other sales channel), but also narrow ones (applying only to the seller’s own 

website). This represents a break with the legal tradition of certain Member States, as while 

several of them had already outlawed wide parity clauses, only a few - France, Austria, Italy 

and Belgium – foresaw a general ban on all kinds of MFN clauses in their legal systems, 

including narrow ones,272 but can be interpreted as an effort to avoid regulatory fragmentation 

by ensuring that all situations involving MFN clauses fall under the DMA’s scope of 

 
267 Ibid., p. 50. 
268 Art. 5(3) DMA. 
269 E-book MFNs and related matters (Amazon), Case AT.40153. 
270 Summary of Commission Decision of 4 May 2017 relating to a proceeding under Article 102 of the Treaty on 

the Functioning of the European Union and Article 54 of the EEA Agreement (Case AT.40153 — E-Book MFNS 

and related matters) (notified under document C(2017) 2876), OJ C 264/7, 2017. 
271 IAR Support Study, p. 43. 
272 IAR, p. 25 and 53. 
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application. This was not the Commission’s original position, as the original DMA proposal 

only covered wide MFN clauses and it was expanded to cover narrow ones as well on the EP’s 

proposal – also reconciling different national priorities between being able to apply stricter 

national regulations, on one hand,273 and ensuring “maximum harmonisation” by preventing 

the introduction of new flexibility for national legislators on the other one.274 Several 

stakeholders and sectoral business associations, in particular in the hotel, book and audiovisual 

sectors, also expressed their concerns with gatekeepers’ use of MFN clauses in their OPC 

submissions and supported the introduction of restrictions on their use, with one stakeholder in 

particular comparing MFN clauses to price setting practices which are usually banned under 

competition law. At the same time, the EESC has noted that this provision might have needed 

some further specification regarding the “conditions” other than price encompassed by it.275 

Article 5(4) and 5(5) DMA are better read together, as they target similar practices and 

used to constitute a single paragraph in the original Commission proposal before being 

separated under both co-legislators’ proposal. Article 5(4) prohibits the use by gatekeepers of 

“anti-steering” provisions which prevent business users from communicating and promoting 

to end users the possibility to access offers outside of the gatekeeper’s CPS, and/or from 

effectively concluding contracts with those end users outside the platform,276 while Article 5(5) 

ensures that the rights granted to users by Article 5(4) are not nullified by gatekeepers by 

preventing access and use “content, subscriptions, features or other items”277 acquired through 

other channels by end users, by mandating that such access and use be made possible through 

business users’ software applications regardless of whether the content has been acquired 

through the gatekeeper’s distribution channel or not. While the text of these two obligations 

refers to all gatekeepers and CPS in general, much of the evidence of this practice mentioned 

in the IAR and in its Support Study regards app stores in particular, making it reasonable to 

consider them (and Article 5(4) DMA in particular) as a generalisation of an obligation 

originating from experience in that specific sector. The key example of this practice (and, 

likely, the one behind this obligation) is Apple prohibiting iOS app developers from informing 

end users of the possibility to purchase digital content and subscriptions through other (often 

cheaper) sources than the App Store, e.g. from the developer’s own website.278 This makes it 

 
273 Statement by the Austrian delegation (see Table 1). 
274 Statement by the Luxembourg delegation (see Table 1). 
275 Opinion of the European Economic and Social Committee (EESC) (see Table 1). 
276 Art. 5(4) DMA. 
277 Art. 5(5) DMA. 
278 IAR Support Study Annexes, p. 272. 
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more difficult for third-party developers to avoid the 30% commission fee mandated by the use 

of Apple’s proprietary In-App Purchase (IAP) system – a fee that has been accused of being 

significantly higher than it would be under competition from other app stores in the US pending 

lawsuit Epic Games v Apple.279 This practice has led several app providers to opt out entirely 

from IAP on iOS in order to avoid Apple’s commission fee,280 but this option is likely to be 

realistic only for large apps with an already-established user base that knows about the 

possibility to purchase subscriptions externally. It is thus not surprising to find that Spotify’s 

OPC submission expresses support for the limitation of such practice, as Spotify’s complaints 

were the ones behind the Commission’s preliminary investigation that led to the opening of the 

ongoing Apple App Store Practices (music streaming) case,281 in which the Commission took 

the preliminary view that 

“Apple's rules distort competition in the market for music streaming services by raising 

the costs of competing music streaming app developers.282 This in turn leads to higher 

prices for consumers for their in-app music subscriptions on iOS devices. In addition, 

Apple becomes the intermediary for all IAP transactions and takes over the billing 

relationship, as well as related communications for competitors.”283 

At the same time, the generalisation of this obligation outside of app stores has been more 

controversial in terms of stakeholder responses, especially (but not exclusively) in the 

hospitality sector. While business users subject to this practice have raised similar complaints 

to the ones raised towards MFN clauses, especially when done by OTAs, platforms which 

could be designated as gatekeepers and be subject to the obligation were less convinced of the 

possibility to adapt the obligation to other business models smoothly. Booking.com, for 

instance, expressed its concern that Article 5(4) will allow hotels to use the platform to acquire 

customers, but then bypass it to offer them lower rates if they cancel the (refundable) booking 

 
279 Complaint for Injunctive Relief of 13 August 2020, Epic Games, Inc. vs. Apple Inc., para. 4, 97 and 102, 

https://cdn2.unrealengine.com/apple-complaint-734589783.pdf.  
280 The IAR Support Study Annexes, p. 267 make the example of Netflix, Spotify and Amazon’s Kindle.  
281 European Commission, "Antitrust: Commission Opens Investigations Into Apple's App Store Rules", 2020, 

https://ec.europa.eu/commission/presscorner/detail/en/ip_20_1073. Besides Apple App Store Practices (music 

streaming), Case AT.40437, the investigation also led to the parallel opening of Apple App Store Practices (e-

books/audiobooks), Case AT.40652 and Apple App Store Practices, Case AT.40716. 
282 As presented in the IAR Support Study Annexes, the price increase for Spotify subscriptions resulting from 

Apple’s practices was particularly relevant as it enabled the Apple Music streaming service to compete on price 

against it without having to pay the IAP commission fee, and thus offering to end users the same (cheaper) price 

that Spotify used to be able to offer before being forced to raise prices. For the DMA’s take on gatekeepers’ use 

of pricing conditions to favour their own products and services, also see the discussion on Art. 6(12) DMA below. 
283 European Commission, "Antitrust: Commission Sends Statement Of Objections To Apple On App Store Rules 

For Music Streaming Providers", 2021, https://ec.europa.eu/commission/presscorner/detail/en/ip_21_2061.  

https://cdn2.unrealengine.com/apple-complaint-734589783.pdf
https://ec.europa.eu/commission/presscorner/detail/en/ip_20_1073
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_2061
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on the platform and conclude a separate transaction directly with the hotel.284 This would 

deprive the platform of its remuneration for the customer acquisition services provided, they 

argue, if “end users acquired” is not interpreted as only applying after such remuneration has 

happened. 

4.4. Self-preferencing 

Article 6(5) DMA contains a prohibition on self-preferencing in “ranking and related 

indexing and crawling”,285 activities which will now need to be performed under “transparent, 

fair and non-discriminatory conditions”.286 While the landmark case here is Google 

Shopping,287 which has already been described in the previous chapter, the DMA recitals 

specify that this obligation covers not only search engines, but also rankings provided by other 

CPS such as software application stores, video sharing platforms, social networks, online 

marketplaces or virtual assistants.288 The inclusion of “and related indexing and crawling” is a 

more narrow compromise compared to the EP’s original request to include “and other settings” 

more broadly. Both the Parliament and the Council managed to achieve their objectives, 

instead, regarding the inclusion of a transparency condition and the exclusion of offerings by 

third parties owned by the same undertaking as the platform respectively.  

Regarding the practice being targeted, the IAR Support Study reports in particular a 

detailed case study on Amazon’s use of self-preferencing to steer consumers either towards its 

own products through prominent positions in listings and through the use of Amazon Vine289 

and Alexa,290 or towards sellers that make use of Amazon’s logistics and delivery services by 

artificially inflating their performance metrics so that they are favoured both in rankings and 

in their chances to win the assignation of the Buy Box.291,292 The importance of self-

preferencing in rankings for gatekeepers to leverage their dominant position to favour their 

own products and services is considered to stem from end users’ tendency to direct most of 

 
284 Booking.com’s feedback to the DMA proposal. 
285 Art. 6(5) DMA. 
286 Ibid. 
287 Google Search (Shopping), Case AT.39740. 
288 Recital 51 DMA. 
289 Amazon Vine is an in-house program which invites “trusted reviewers” to leave reviews on Amazon in 

exchange for free products. For more information, see "Amazon Vine", Amazon.Com, last accessed 27 August 

2022, https://www.amazon.com/vine/about.  
290 According to the IAR Support Study (p. 312), Amazon’s virtual assistant Alexa only offers the possibility to 

buy Amazon Basics products when asked products offered by Amazon’s in-house brand. Recital 52 DMA 

explicitly includes instances where only one offer is communicated to the user into the scope of Art. 6(5) DMA. 
291 The latter example in particular is currently being investigated by the Commission in Amazon Buy Box, Case 

AT.40703. 
292 IAR Support Study, pp. 288-314. 

https://www.amazon.com/vine/about
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their traffic towards the first page of results more in general, and towards the top results of such 

first page more in particular.293 Gatekeepers’ self-preferencing in rankings was a common 

concern in the OPC, with business users complaining both about prominent placing of a 

platform’s own offerings and of de-ranking (or de-listing altogether) of competing offerings 

by third parties. One submission by HOTREC even mentioned allegations about retaliatory de-

listings and de-rankings of hospitality establishments for refusing to follow certain practices 

(e.g., offering lower prices on their websites after the ban of narrow MFN clauses in France) 

or in order to force establishments to drop ongoing legal actions, while the review platform 

Yelp claimed that its exit from the European market was “forced” by Google’s demotion of the 

links to its websites in search result. The prospective GAFAM gatekeepers, despite not to 

engage in self-preferencing, questioned the need for further regulatory intervention beyond the 

ranking transparency requirements provided for in the P2B Regulation294 and objected that 

self-preferencing stemming from vertical integration can have pro-competitive effects in terms 

of consumer welfare as well, so as to require a deeper analysis of the circumstances rather than 

a blanket prohibition.295 In particular, Apple also raised some concerns related to broad non-

discrimination obligations, claiming that it would be prevented from promoting business model 

diversity, improving discoverability on the App Store and protecting end users from harmful 

content and practices, while Google underlined both the need for case-by-case analysis to 

assess the harmful nature of self-preferencing (coupled with updated guidance to this end) and 

how excessively broad interpretations of “transparency” requiring the disclosure of the 

technical details behind search results ranking would enable manipulation of the results by ill-

intentioned third parties296 and free-riding on investments in proprietary technologies. 

The obligations contained in Article 6(3), 6(4), 6(6) and 6(7) DMA cover a set of 

interrelated self-preferencing practices which regard software applications. Article 6(3) DMA 

mandates gatekeepers to “allow and technically enable” the un-installation of software 

applications from its OS (initially pre-installed applications only, but then extended to “any” 

application on the Council’s request), with the only exception being for applications “essential 

for the functioning of the operating system or of the device and which cannot technically be 

 
293 Ibid., p. 308-309. The IAR Support Study’s figures for search engines report that 95% of traffic goes to websites 

in the first page of search results, with 67% of clicks going to the top five listings. 
294 See in particular the attachments to Google’s, Apple’s and Amazon’s OPC submissions. 
295 See attachments to Google’s and Apple’s OPC submissions. 
296 Google made the example of “spammers [trying] to game Google by paying each other for links” after its 1999 

disclosure of how PageRank uses links received by a website from other websites as a proxy for page relevance. 
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offered on a standalone basis by third-parties”.297 This was integrated during the legislative 

process by a complementary obligation to allow end users to change default settings on the OS, 

virtual assistant or web browser when these steer end users towards gatekeepers’ products and 

services.298 In the specific case of search engines, virtual assistants or web browsers the EP 

obtained that this includes prompting end users to explicitly set the default upon first use “from 

a list of the main available service providers”,299 albeit the original intention was to obtain this 

extension for all CPS in general. What the EP did not obtain, instead, was to move this (dual) 

obligation to Article 5 DMA. Article 6(3) DMA targets the use of pre-installation and default 

settings in order to establish and maintain dominance thanks to the “sticky” consumer biases 

in favour of pre-installed software and default services, but without going all the way to 

prohibiting these practices altogether. With the exception of search engines, virtual assistants 

and web browsers, for which default-setting was de facto banned by requiring end users to 

make an explicit choice of defaults through a generalisation of Microsoft’s commitments in 

Microsoft (Tying)300 and of Google’s compliance measures with the Google Android antitrust 

decision301, the DMA took a more light-touch approach aimed at unlocking at least some 

degree of customer choice by preventing gatekeepers from making their own software 

impossible to un-install and their steering default settings impossible to change. Stakeholders’ 

submissions mentioned default browsers and search engines particularly often and seemed to 

be supportive of such an approach, with even Google recognising how platform users may 

“have an interest in being presented with a choice of frequently used services”302 in line with 

its competitors Microsoft’s and Mozilla’s support for rules that allow users to try competing 

search services and respect consumer selections. 

Article 6(4) DMA is complementary to the previous one as it introduces an obligation 

for gatekeepers to allow third party software applications and software application stores to be 

installed and effectively on the gatekeeper’s OS, to be accessed through other means than the 

gatekeeper’s CPS and to prompt end users to set these applications and stores as their default. 

Exceptions to the obligation allow gatekeepers, subject to a justification duty, to adopt “strictly 

necessary and proportionate” measures to protect the OS and hardware integrity, as well as to 

 
297 Art. 6(3) DMA. 
298 Ibid. 
299 Ibid. 
300 Microsoft (Tying), Case AT.39530. 
301 Google Android, Case AT.40099. The IAR Support Study Annexes, p. 232, make explicit reference to the un-

installable nature of Google’s pre-installed apps in the acquisition of a competitive advantage over competitors. 
302 Google’s OPC submission. 
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enable end users to “effectively protect security”.303 The latter case represents an expansion of 

the exceptions by both co-legislators (even though the EP originally wanted to cover the 

purpose of end user data protection as well), and differs from the integrity exception as, under 

the security one, gatekeepers are “prevented from implementing such measures as a default 

setting or as pre-installation”.304 Another extension during the legislative process is the 

possibility for third party software and app stores to prompt users to set them as defaults, which 

was obtained by the EP as a compromise from its original position (which would have required 

the gatekeeper to directly ask for such change in defaults rather than just enabling it).  

Based on the examples mentioned in the IAR and in the case studies for its Support Study, 

this obligation was probably inspired by how Apple is able to leverage the bottleneck in the 

iOS ecosystem which is represented by the App Store, by excluding the possibility to install 

third-party applications through methods other than the App Store (so-called side-loading),305 

as the other mobile (Android) and computer (Windows, Linux and MacOS) operating systems 

likely to be covered by the DMA all allow side-loading already. This allegedly enables the App 

Store to escape competition both on price306 and on quality307 by other application stores, which 

in turns enables a host of potentially unfair and/or exclusionary practices towards business 

users – in particular when these are also Apple’s competitors in downstream markets. Two 

examples of such practices can be the exclusion of Microsoft’s game subscription service 

xCloud mentioned below308 (xCloud competes with Apple Arcade) and the allegedly 

retaliatory delays lamented by Spotify for the approval of new versions of its app as a reaction 

to Spotify’s attempts to direct users towards its website to offer them cheaper subscriptions 

(Spotify competes, including on price, with Apple Music).309 Both these practices would be 

made pointless if Microsoft and Spotify were able to bypass the App Store and seek access to 

iOS devices either through direct installation or through other app stores. 

Looking at stakeholders’ submissions to the OPC, several of them voiced concerns 

related to gatekeepers excluding certain categories of third-party apps and technologies from 

 
303 Art. 6(4) DMA. 
304 Ibid., Recital 50. 
305 IAR Support Study Annexes, pp. 285-286. 
306 See Epic’s complaints about how the App Store commission fees would be lower under normal competitive 

conditions mentioned above. 
307 As mentioned in the IAR Support Study Annexes, p. 268, the App Store guidelines also specify which types 

of applications and technologies are allowed in the App Store. Competing stores might try to differentiate 

themselves by deploying different content curation strategies and thus offering a different selection of third-party 

apps. 
308 See note 371. 
309 See note 282. 
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their OSs which compete with their first-party services, often by raising barriers to 

interoperability and by denying access to OS and hardware functions necessary for their 

functioning.310 Some of them specifically made the examples of Apple banning certain 

categories of apps311 and of Google making it difficult (but not outright impossible) to install 

stores other than the Play Store on Android, including by prohibiting pre-installation of 

competing stores and apps through contractual tying practices. Among prospective 

gatekeepers, instead, it is not surprising that Apple has been particularly vocal about its 

concerns with the prospect of being forced to allow side-loaded apps and third-party stores into 

the iOS ecosystem, both in its OPC submission and in its submission to a call for views by the 

Irish Department of Enterprise, Trade and Employment in response to the DMA and DSA 

proposals.312 On one hand, it has (questionably) rebutted arguments regarding the App Store’s 

bottleneck position, citing competition in the smartphone market, competition to attract 

developers with other platforms and developers’ possibility to reach customers directly through 

the open Internet and through web-apps. On the other one, it has argued that the end user 

security, safety and privacy achieved through product integration constitute critical competitive 

differentiators of the user experience offered by the App Store’s curated environment. Apple’s 

argument is that undermining its ability to review and approve apps by mandating side-loading 

“would simple (sic) reduce consumer choice, privacy and security”313 by taking away 

consumers’ ability to choose between curated and non-curated app distribution platforms.314 

Article 6(6) DMA prohibits gatekeepers from restricting “technically or otherwise” end users’ 

ability to 

“switch between, and subscribe to, different software applications and services that are 

accessed using the core platform services of the gatekeeper, including as regards the 

choice of Internet access services for end users.”315 

 
310 On this issue, see the discussion on Art. 6(7) DMA below. 
311 One example made was web browsers not based on Apple’s browser engine WebKit. 
312 "Call For Views In Response To The European Commission’s Digital Services Act And Digital Markets Act 

Proposals", Enterprise.Gov.Ie, last accessed 8 September 2022, https://enterprise.gov.ie/en/consultations/call-for-

views-digital-services-act-digital-markets-act-proposals.html.  
313 Apple, “Apple Initial Comments On The Proposed Digital Markets Acts”, 2020, 

https://enterprise.gov.ie/en/consultations/consultations-files/apple-dsa-submission.pdf. 
314 This argument is questionable as well – end users who value the closed nature of the iOS ecosystem because 

of safety and privacy concerns could simply choose not to install side-loaded apps or third-party stores and 

continue relying on the App Store only, as Art. 6(4) DMA does not also mandate gatekeepers to allow all third-

party apps on their stores. 
315 Art. 6(6) DMA. 

https://enterprise.gov.ie/en/consultations/call-for-views-digital-services-act-digital-markets-act-proposals.html
https://enterprise.gov.ie/en/consultations/call-for-views-digital-services-act-digital-markets-act-proposals.html
https://enterprise.gov.ie/en/consultations/consultations-files/apple-dsa-submission.pdf
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This obligation was not significantly altered during the legislative process, with only the 

words “or otherwise” being added on both co-legislators’ proposal. The general purpose of 

Article 6(6) DMA seems to be the protection of end users’ ability to freely choose between 

applications and services from artificial barriers raised by gatekeepers,316 thus allowing users 

to effectively benefit from the increased range of possible choices granted to them under Article 

6(3) and 6(4) as discussed above. The reference in the IAR to the Furman Report, which is 

equally concerned with the ability to switch and to multi-home,317 seems to indicate that this 

obligation aims at promoting both opportunities – rather than just switching – for end users.  

The explicit reference to “the choice of Internet access services for end users”, on the 

other hand, is more ambiguous because of the lack of a definition of what is meant exactly by 

“Internet access services”. A narrower interpretation would equate this term with “Internet 

access providers”, as originally provided for in the text of the Commission proposal, and it 

would be supported both by the wording of Recital 54 DMA (in particular, by its emphasis on 

“undertakings providing internet access service”)318 and by the example mentioned in the IAR, 

namely 

“an app store reserving for some providers with whom it has partnership agreements 

certain functionalities, thus preventing consumer switching to a different internet access 

provider.”319 

Under such an interpretation, this reference would be limited in scope to restrictive practices 

such as the ones brought up by the sectoral organisation MVNO Europe in its OPC submission. 

MVNO Europe mentioned how “some major handset manufacturers […] deliberately limit the 

openness and interoperability of their operating system with certain mobile operators”, 

including by complicating – and sometimes outright precluding – the setup of certain 

functionalities offered by mobile virtual network operators (MVNOs) in order to bring them to 

sign carrier partner agreements, placing new entrants in the telecommunications and digital 

services markets at a competitive disadvantage. A broader interpretation of this portion of 

Article 6(6) DMA, on the other hand, could categorise all services employed by an end user to 

gain access to the Internet – most notably, web browsers and search engines – as “Internet 

 
316 Ibid., Recital 53. 
317 “Unlocking Digital Competition. Report of the Digital Competition Expert Panel”, HM Treasury, 2019, 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/785547/unloc

king_digital_competition_furman_review_web.pdf, pp. 35-37. The ability to switch to alternative providers is 

presented in particular as a necessary condition to guarantee effective competition when consumers single-home 

(e.g., because services by different providers are not differentiated enough). 
318 Recital 54 DMA. 
319 IAR, p. 58 

https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/785547/unlocking_digital_competition_furman_review_web.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/785547/unlocking_digital_competition_furman_review_web.pdf
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access services”. Such an interpretation would be less adherent to the IAR, but more in line 

with some of the concerns raised in the case studies relative to “device neutrality” in the IAR 

Support Study.320 In this case, this second part of the obligation would also amount to a 

specification that practices such as preventing end users from switching a browser’s default 

search engine, or from switching to a different browser altogether, are explicitly prohibited 

under the scope of Article 6(6) DMA.321 In such a case, the Council’s amendment from 

“Internet access providers” to “Internet access services” would amount to an effective 

extension of the scope of this specification, even if it may be argued that services such as 

browsers and search engines are already covered by the general part of the provision. 

In terms of stakeholders’ opinions, many OPC submissions, including by some 

prospective gatekeepers, expressed support towards the removal (in general) of barriers to 

switching and multi-homing to increase user choice and competition. Among Big Techs, 

Facebook has underlined how switching and multi-homing is already easy, but might present 

higher costs (often entailing the purchase of a new device) for services which are “part of, or 

bundled with, embedded operating systems” than for device-independent online services; 

Microsoft has recognized how gatekeepers may put into place practices which discourage or 

limit the possibilities for switching and multi-homing, especially by making content only 

accessible inside a “walled garden” or in cases where one side of the platforms already single-

homes; and Google – similarly to several other submissions – has identified data portability 

and interoperability as possible avenues to facilitate switching and multi-homing.322 It must be 

underlined, however, how many of the concerns raised with practices limiting switching and 

multi-homing relate to the ability of business users to switch or multi-home, especially with 

regard to the choice of cloud service providers and of trading partners;323 as Article 6(6) DMA 

explicitly relates to end users’ freedom of choice, these concerns were not addressed by this 

 
320 IAR Support Study, pp. 314-327. Proponents of “device neutrality” argue for the extension of neutrality and 

non-discrimination provisions comparable to the network neutrality ones imposed on ISPs to device 

manufacturers/OS providers. 
321 While one could argue that such practices would be covered anyway under Art. 6(3) and 6(4) DMA, there 

could be some borderline cases which would fall outside of the scope of these two obligations – for instance, if a 

gatekeeper were to restrict switching through practices different than default settings or limits to installation. 
322 Data portability for end users is the object of a separate provision, Art. 6(9) DMA, which expands the more 

limited data portability right which already existed under Art.20 GDPR and which is not discussed more in detail 

in this dissertation since its implications are more relevant for inter-platform competition. Data portability for 

business users, on the other hand, was amended out of the Commission’s original text on both co-legislators’ 

proposal during the legislative process. 
323 According to the IAR Annexes, p. 31, the latter concern was particularly prominent for the book publishing 

sector.  
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specific obligation and business users will need to invoke different provisions to argue for 

easier switching and multi-homing conditions under the DMA.324 

The wording of Article 6(7) DMA is not straightforward, but in general it mandates 

gatekeepers to allow third-party providers “effective interoperability with, and access for the 

purposes of interoperability to”325 the hardware and software features which are available to 

the gatekeeper’s own offerings. In particular,  

(a) the first part of the obligation regards “hardware and software features 

accessed or controlled via the operating system or virtual assistant”326 of 

the gatekeeper, and grants to service and hardware providers a right to 

interoperability with these features “as are available to services or 

hardware provided by the gatekeeper”; 

(b) the second part of the obligation regards “services provided together 

with, or in support of, core platform services” (initially introduced as 

“ancillary services” by the co-legislators), and grants to business users 

and third-party providers of such services a right to interoperability with 

the OS, software and hardware features available to gatekeepers when 

providing such services “regardless of whether those features are part of 

the operating system”.327 

Despite the significant overlap between the two parts of the obligation, some differences 

remain. The first part targets features which are accessed through the OS or through a virtual 

assistant, rather than being offered as stand-alone “ancillary services”, while the second part 

targets features underlying the functionality of these “ancillary services” regardless of whether 

they are part the OS or not, and thus could also capture (a) attempts to exclude specific features 

from the scope of this obligation through technical workarounds, by splitting them up from the 

OS and offering them as a pre-installed application instead, and (b) services which are 

“ancillary” to CPSs other than operating systems and virtual assistants, such as browser 

extensions or apps developed for a social network. In both cases, Article 6(7) DMA provides 

for an exception allowing gatekeepers to take “strictly necessary and proportionate measures”, 

 
324 For instance, they may invoke a breach of gatekeepers’ duty to apply FRAND access conditions under Art. 

6(12) DMA discussed below, or they might make use of the bans on parity clauses discussed above to multi-home 

more effectively on different distribution channels. 
325 Art. 6(7) DMA. 
326 Ibid. 
327 Ibid. 
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subject to a duty of justification, “to ensure that interoperability does not compromise the 

integrity of the operating system, virtual assistant, hardware or software features provided by 

the gatekeeper”.328 

The complex wording of Article 6(7) DMA is likely the result of the heavy changes it 

underwent during the legislative process, especially on the EP’s proposal. The Commission’s 

original text, in fact, only included what now is the second part of the obligation 

(interoperability with the features available in the provision of ancillary services), while the EP 

obtained the addition of the now-first part (interoperability with the same features available to 

the gatekeeper through the OS/VA), the extension to hardware features and the fact that 

interoperability should be provided “free of charge” rather than under FRAND conditions as 

proposed by the Council. Both co-legislators supported the addition of an integrity exception, 

while the EP was not able to secure the inclusion of a second exception on the grounds of 

protecting end user data protection or cyber security. The EP also advanced proposals regarding 

the interconnectivity (then changed to interoperability) of number-independent interpersonal 

communications services, which was integrated in a separate article under the newly-

introduced Article 7 DMA,329 and regarding the interconnectivity of social network services, 

which did not make its way into the final text of the DMA. 

This obligation targets situations where a gatekeeper reserves for itself a functionality of 

its CPS that is necessary to provide a certain service or hardware product,330 while denying or 

degrading interoperability with such functionality to business users and alternative providers 

in order to preclude prospective competitors from entering downstream markets or from 

competing in such markets on a level playing field. The IAR Support Study provides some 

examples of this practice: for instance, Apple reserving the use of the iPhone’s NFC chip for 

its own mobile payment solution Apple Pay, while preventing competitors from accessing this 

chip and thus from developing mobile payment solutions with comparable functionalities – a 

practice that is being investigated by the Commission in Apple Mobile payments331 and which 

was the object of a specific German law mandating access to technical infrastructure for mobile 

 
328 Ibid. 
329 Art. 7 DMA provides a schedule for gatekeepers to make the “basic functionalities” of their number-

independent interpersonal communications services interoperable with other services of this kind through 

“technical interfaces or similar solutions”. As this obligation mostly concerns inter-platform competition by 

enabling new communications services to enter the market despite the incumbents’ network effects, it will not be 

examined in detail in this dissertation. 
330 In the case of hardware, Recital 55 DMA makes the example of wearable devices which offer their 

functionalities by accessing features controlled via a device’s OS/VA. 
331 Apple Mobile payments, Case AT.40452. 
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payments;332 or Microsoft refusing to provide Slack with interoperability information 

necessary to connect to MS calls or documents333 and Sun Microsystems with information for 

its work group OS to interoperate with computers running Windows.334 Targeting these 

practices, in the intentions behind the DMA, is meant to protect alternative providers’ capacity 

to innovate and, consequently, choices offered to end users.335 

Looking at OPC submissions related to interoperability, several responses lamented the 

lack of meaningful interoperability and supported the introduction of measures or standards to 

address the situation, with a specific reference in the IAR Annex 2 to financial service 

providers’ concerns for the provision of “technical infrastructure and related functionalities 

that are increasingly relevant for the provision of digital financial services”.336 In some cases, 

these responses tied the questions of effective interoperability and access to data/data 

portability together (especially by digital rights’ associations),337 interpreting interoperability 

as interoperability of data (e.g. through common standards and APIs) and of the systems 

employed for data transfers. Among prospective gatekeepers, Facebook replied that it 

considered the level of interoperability between existing services of different platform 

companies as already sufficient, while Microsoft noted how past competition cases have 

already made Windows an “open platform” whose interfaces used to interoperate with 

Microsoft’s products are “open, documented, and available to others”, and Apple voiced 

concerns related to non-interoperability being one of its competitive differentiators similar to 

those raised against side-loading as discussed above, as well as related to the negative 

consequences on the possibility of free-riding over proprietary innovations. Google and Apple 

both advocated for a case-by-case analysis of interventions related to interoperability as 

opposed to attempts to exhaustively catalogue these areas of intervention in advance, similarly 

to how Microsoft underlined the necessity for “careful considerations of platform safety, data 

security, consumer privacy rights, and potential unintended consequences on platform 

investment and innovation”. These latter concerns are similar, albeit less specific, to those 

raised confidentially by one stakeholder with regard to the legislative expansions of the scope 

of the obligation beyond its original scope. A broad interpretation of Article 6(7) DMA, it has 

 
332 IAR Support Study Annexes, pp. 328-329. 
333 Ibid., p. 356. 
334 Ibid., pp. 357-359. The latter instance was found to amount to abusive refusal to supply in Microsoft, Case 

AT.37792, as the Commission found interoperability with Windows to be an indispensable input to compete 

viably in the market at hand. 
335 Recital 57 DMA, 
336 IAR Annexes, p. 32. 
337 Ibid. 
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been argued, could lead any third party to be able to demand OS-level access to sensitive 

features such as biometric recognition technologies (e.g., fingerprint scanners), health data, 

background processing or the functionalities underlying accessibility features (e.g., text-to-

speech),338 resulting in cyber-security and data protection threats that gatekeepers would be 

prevented from acting against in the absence of an attack on OS/software/hardware integrity 

due to the rejection of the EP’s proposed exception to this end.339 

4.5. Data-related practices 

Article 6(2) DMA prohibits gatekeepers from using data generated or provided by 

business users’ activity (including by their respective end users) in order to compete against 

those same business users when the data in question are not publicly available.340 Compared to 

the original Commission proposal, the obligation has been extended to cover data gathered 

through “services provided together with, or in support of, the relevant core platform 

services”341 (again, replacing the less precise wording “ancillary services” initially proposed 

by the two co-legislators), while the EP’s proposal to move the provision to Article 5 (which 

had raised objections due to the need, expressed confidentially by a stakeholder, for further 

specification by the Commission for proper implementation) did not become part of the final 

agreement. Article 6(2) DMA is meant to target, in particular, those cases in which data on 

competing third-party companies is made “available to the group's own subsidiary or corporate 

department which competes with other companies on the platform […] to gain an advantage in 

competition on the platform and to develop targeted displacement strategies”342 through the 

development of competing offerings. This practice blurs the line between data-driven practices 

and self-preferencing (it is telling that the IAR Support Study considers it together with other 

self-preferencing practices operated by Amazon),343 and finds its inspiration at the EU level in 

the pending Amazon Marketplace antitrust proceedings,344 which are concerned exactly with 

Amazon’s use of “very large quantities of non-public seller data” to “calibrate Amazon's retail 

 
338 Accessibility features would be particularly risky, for instance, in their ability to read personal data (e.g., 

emails) as plain text and to initiate actions on behalf of the end user. 
339 An even broader interpretation, it has been argued, could lead to demands for access to features which are not 

part of the CPS at hand but which are available to a gatekeeper’s services (e.g., server-side software processing). 

Such an interpretation is less likely in the light of Art. 1(2) DMA, under which “this Regulation shall apply to 

core platform services provided or offered by gatekeepers” (emphasis added). 
340 Art. 6(2) DMA. 
341 Ibid. 
342 IAR Support Study Annexes, p. 288. 
343 Ibid., pp. 288-314. 
344 Amazon Marketplace, Case AT.40462. 
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offers and strategic business decisions to the detriment of the other marketplace sellers”.345 In 

this way, Amazon would be able to decide which products to launch, at which price and through 

which suppliers346 without having to face “the normal risks of retail competition”,347 in a way 

that would comprise an abuse of dominant position under Article 102 TFEU.348 The IAR 

Support Study echoes this view when it notes that this behaviour distorts competition “in the 

various online retail markets”349 and is likely to harm consumers in the long term by reducing 

incentives to innovate (as third-party sellers may be deterred from entering the market due to 

Amazon’s tactics) by reducing consumer choice and by, potentially, allowing Amazon to 

“demand monopoly prices in certain product categories” in the future after having driven third-

party competitors out of the market.350 While the case is still pending, it is interesting to note 

how the commitments offered by Amazon in order to address the Commission’s concerns and 

obtain a closure of the cases351 consist exactly in refraining to use “any non-public Seller Data 

(sic)” when conducting retail operation in competition with sellers.352 Concerns about 

gatekeepers misusing non-public business user data to identify new market niches to develop 

their own offerings for also surfaced among the stakeholders’ submissions to the OPC, with 

one entry explicitly quoting a Wall Street Journal report about the use of such practice by 

Amazon,353 while this specific practice was not the object of specific remarks by the 

prospective GAFAM gatekeepers. 

Article 6(10) DMA provides business users with the right to obtain “effective, high-

quality, continuous and real-time access to, and use of”354 the data generated or provided by 

their activities on the platform. This includes access to both aggregated and non-aggregated 

data, also encompassing data provided or generated by end users engaging with the business 

user’s offerings, including – provided an end user consents to such sharing –personal data 

 
345 European Commission, "Antitrust: Commission Sends Statement Of Objections To Amazon For The Use Of 

Non-Public Independent Seller Data And Opens Second Investigation Into Its E-Commerce Business Practices", 

2020, https://ec.europa.eu/commission/presscorner/detail/en/ip_20_2077. 
346 IAR Support Study Annexes, p. 296. 
347 European Commission, "Antitrust: Commission Sends Statement Of Objections To Amazon For The Use Of 

Non-Public Independent Seller Data And Opens Second Investigation Into Its E-Commerce Business Practices" 

(see note 345). 
348 Ibid. 
349 Ibid. 
350 IAR Support Study Annexes, p. 313. 
351 Amazon was responding in parallel also to Amazon Buy Box, Case AT.40703. 
352 Amazon, "Case COMP/AT.40462 And Case COMP/AT.40703 – Commitment Proposal", 2022, 

https://ec.europa.eu/competition/antitrust/cases1/202229/AT_40462_8414012_7971_3.pdf.  
353 Dana Mattioli, "Amazon Scooped Up Data From Its Own Sellers To Launch Competing Products", The Wall 

Street Journal, 2020, https://www.wsj.com/articles/amazon-scooped-up-data-from-its-own-sellers-to-launch-

competing-products-11587650015?mod=hp_lead_pos2_.  
354 Art. 6(10) DMA. 

https://ec.europa.eu/commission/presscorner/detail/en/ip_20_2077
https://ec.europa.eu/competition/antitrust/cases1/202229/AT_40462_8414012_7971_3.pdf
https://www.wsj.com/articles/amazon-scooped-up-data-from-its-own-sellers-to-launch-competing-products-11587650015?mod=hp_lead_pos2_
https://www.wsj.com/articles/amazon-scooped-up-data-from-its-own-sellers-to-launch-competing-products-11587650015?mod=hp_lead_pos2_
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“directly connected” to the end user’s interaction with the business user’s offerings.355 

Compared to the Commission proposal, this obligation too was expanded to cover data from 

formerly-called “ancillary services” above on both co-legislators’ proposal, while the EP’s 

request to grant business users in situ access356 as well did not make its way into the final deal.  

As explained in the IAR, this obligation is particularly concerned with the practice called 

“disintermediation”, where the gatekeeper removes the direct link between business users and 

their respective end users by withholding or controlling access to customer data,357 for instance 

on privacy grounds despite not having asked the customer for their consent to data sharing at 

all.358 In one of the IAR Support Study case studies, the possibility for a gatekeeper to reserve 

the right to collect and use information about individual users which is not made available to 

business users was also mentioned,359 establishing a potential link between the practices 

targeted by Article 6(10) and 6(2) DMA. Stakeholders seeking access to data do so both to 

establish more direct business-client relationships and to innovate and stay competitive in the 

market.360 The intention to provide users with personalised content was also mentioned in the 

OPC. The media and publishing sector were particularly concerned with the loss of direct 

contact with their readers and the subsequent loss of audience data,361 while the IAR reported 

many complaints by app developers as well.362 Platforms, on the other hand, were more 

sceptical, raising privacy objections both on user expectation and on regulatory grounds 

(especially in terms of GDPR obligations)363 as well as concerns about the viability of their 

business model if business users could bypass them altogether for future transactions,364 raising 

objections comparable to the ones mentioned with regard to Article 5(4) DMA and the OTA 

sector above. Apple and Microsoft stressed particularly user privacy concerns and the risk of 

creating an “end-run around” the GDPR, while Facebook and Google underlined more how 

they already provide business users access to data, be it through APIs (for Facebook) or through 

public datasets and data mobility tools (for Google). Google also included remedies concerning 

 
355 Ibid. 
356 For an explanation of the concept and proposed benefits of in situ data access, see Marshall W. Van Alstyne 

et al., "Economic And Business Dimensions: ‘In Situ’ Data Rights", Communications Of The ACM 64, no. 12 

(2021): 34-35, doi:10.1145/3491270. 
357 IAR, pp. 19-20. 
358 Ibid., p, 59. 
359 IAR Support Study Annexes, pp. 331-332. 
360 IAR Annexes, p. 80. 
361 Ibid., p. 33. 
362 IAR, p. 59. 
363 Regulation (EU) 2016/679. 
364 IAR Annexes, p. 80.  
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data access among the examples of measures that it fears could reduce the incentives to promote 

innovation and generate efficiencies. 

4.6. Access conditions 

Article 6(12) DMA requires gatekeepers to apply FRAND conditions of access “to its 

software application stores, online search engines and online social networking services”365 

through the publication of general conditions of access to be assessed by the Commission, 

which “include[e] an alternative dispute settlement mechanism.”366 Recital 62 DMA specifies 

that access conditions include pricing conditions, and clarifies that the test of unfairness for 

this article consists in the following: 

“Pricing or other general access conditions should be considered unfair if they lead to 

an imbalance of rights and obligations imposed on business users or confer an advantage 

on the gatekeeper which is disproportionate to the service provided by the gatekeeper to 

business users or lead to a disadvantage for business users in providing the same or 

similar services as the gatekeeper.”367 

It must be noted that the Commission proposal for this obligation only covered app stores, 

and that the addition of search engines and social networking services only came late during 

the legislative process. Since, until the last trilogue on 24 March 2022, the EP was still asking 

for the extension of this provision to all CPS, while the Council kept rejecting such a position, 

it is likely that the final subset of CPS included represents a compromise extending the 

obligation only to those additional services that were more crucial for the EP. In any case, the 

discussion applies, mutatis mutandis, to search engines and social network services as well. 

The fact that Article 6(12) DMA originally only applied to app stores explains why, looking at 

the IAR Support Study, this obligation seems to originate from the experience gathered on two 

sets of issues related to app stores conditions which are being examined by the Dutch ACM 

and which led it to open an investigation against Apple in the Netherlands.368 The first one is 

the alleged lack of transparency of app stores terms and conditions for access, especially for 

what regards their interpretation369 and the ability of app providers (especially small ones) to 

 
365 Art. 6(12) DMA. 
366 Ibid. 
367 Ibid., Recital 62. 
368 IAR Support Study, p. 273. 
369 The Netherlands Authority for Consumers & Markets, "Market Study Into Mobile App Stores", Case No.: 

ACM/18/032693, 2019, https://www.acm.nl/sites/default/files/documents/2019-04/marktstudies-appstores.pdf, 

pp. 97-98. According to the study, “[s]ome providers argue that […] the terms & conditions are so all-

encompassing that it is hard to find out what is actually wrong with the app.” 

https://www.acm.nl/sites/default/files/documents/2019-04/marktstudies-appstores.pdf
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contact gatekeepers to receive an explanation for a refusal.370 The second one is gatekeepers’ 

alleged discrimination in treatment between comparable apps. This includes not only 

differential treatment of third-party providers (the IAR Support Study makes the example of 

Apple’s special treatment of Amazon Prime Video to attract the popular service on its Apple 

TV),371 but also of the gatekeeper’s own products and services (the IAR Support Study mention 

third party complaints that “Apple is creating restrictive rules for its marketplace, but does not 

play by the rules itself”,372 especially by not charging them the same fees charged to similar 

third-party offerings).373 The fact that the latter case is covered by Article 6(12) as well, and 

not only by the unfair self-preferencing obligations described above, is confirmed by Recital 

62 DMA’s inclusion of “prices charged or conditions imposed […] for the same service the 

gatekeeper provides to itself”374 among the fairness benchmarks for general access conditions. 

In terms of stakeholders’ submissions, business users’ concerns echoed the ones 

mentioned in the IAR in terms of perceived arbitrary enforcement of unclear terms and 

conditions, use of pricing conditions to limit the possibilities to compete on price, and 

preferential treatment of certain Big Tech companies; several of them also mentioned the use 

of access conditions as a means to establish control over the access to data and how these 

contractual terms are made possible by business users’ lack of bargaining power towards 

gatekeepers. Prospective gatekeepers were divided: while, on one hand, some underlined how 

terms and conditions are already covered by the P2B Regulation375 and potentially by Article 

102 TFEU,376 others reported instances where they experienced themselves the use of access 

conditions by other gatekeepers to hinder competition against a platform’s own services.377 

Facebook in particular stressed more than once the importance of transparency in terms and 

conditions. 

  

 
370 Ibid., pp. 96-97. 
371 According to IAR Support Study, p. 174, the special treatment consisted in a reduction of Apple’s high 

commission fee and in a permission to violate app developer guidelines by porting a browser-based application 

to lower development efforts. 
372 IAR Support Study, p. 268. 
373 Ibid., p. 286. 
374 Recital 62 DMA. 
375 Mentioned in Amazon’s, Apple’s and Google’s submissions. 
376 Google’s submission underlined how Art. 102(a) TFUE identified “directly or indirectly imposing [...] unfair 

trading conditions” as abuse of dominant position. 
377 Facebook was concerned with OS and app store conditions restricting access to data, while Microsoft was 

concerned with Apple’s exclusion of its competing game subscription service xCloud from the App Store and, 

consequently, from iOS devices. 
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5. Critical analysis 

The work done in the previous chapter has brought to the surface two different types of 

information related to each one of the obligations selected for discussion, namely the objective 

pursued by the introduction of each specific provision with and the concerns and problems 

which emerged from the submissions and positions of different stakeholders. These have been 

collected and summarised for the purposes of this analysis in Table 3 in the next page. On one 

hand, this has allowed to identify some themes that recurred across different obligations, in 

particular for what regards the concerns that have emerged; on the other one, this has enabled 

to compare them with the competition issues and platform specificities that emerged during the 

literature review, in particular for what regards the purposes and practices addressed by the 

various obligations. This has also made it possible to identify which obligations would already 

benefit from specification and clarification and thus will be likely to require the adoption of 

implementing acts by the Commission under Article 8 DMA; moreover, two obligations have 

emerged as potentially problematic due to the nature of the concerns raised against them 

(Article 6(7) and 6(10) DMA) and will thus be object of a specific focus besides the one that 

will be made on business model concerns. 

 

 

 

  



 57 

Art. Purpose Concerns emerged 

5(3) 

• Enable more effective competition through alternative 

sales channels 

• Less effective to disadvantage competitors by 

artificially raising their prices 

• No problems 

5(4) 
• Problematic for certain 

business models (see 

Booking.com) 

5(5) • No problems 

6(5) 

• (Almost) impossible to self-preference through 

prominent placement 

• Impossible to de-rank competitors and business users as 

a retaliation 

• No problems, but objections 

related to pro-competitive 

vertical integration 

6(3) 
• Slightly more difficult to self-preference through 

default/availability bias (impossible for 

browsers/SE/VA) 

• No problems, but it may be 

difficult to implement378 

6(4) 

• More difficult to deny access to competitors 

• Remove structural power by reducing the bottleneck 

position of app stores 

• (Questionable) objections 

related to "curated 

environment" business 

models 

6(6) 

• Prevent circumvention of 6(3) and 6(4) 

• Prevent discrimination between providers of Internet 

access services 

• No problems, but ambiguous 

wording 

6(7) 

• More difficult to deny access to competitors 

• More difficult to prevent the development of competing 

offerings 

• Problematic for “curated 

environment” business 

models 

• Cybersecurity concerns  

6(2) 
• More difficult to compete by using competitors' 

proprietary information 

• No problems, but could be 

circumvented379 

6(10) 

• Impossible to prevent competitors from innovating 

through data from their activities 

• Remove structural power by removing “unavoidable 

trading partner” status (by preventing disintermediation) 

• Problematic for certain 

business models (see 

Booking.com) 

• Spam and content 

moderation concerns 

6(12) 

• More difficult to self-preference by not applying rules to 

the gatekeeper’s offerings 

• More difficult to discriminate between comparable 

offerings through “special treatment” 

• Remove structural power due to entry barriers 

stemming from unfair access conditions 

• No problems, but will need 

specification 

Table 3. Summary of purposes and concerns for each obligation. 

 
378 See Ecosia’s concerns with Google’s auction-based default search engine choice screen in IAR Support Study 

Annexes, pp. 315-316. 
379 See the examples of how Amazon employees found ways around Amazon’s internal policies prohibiting access 

to data on specific sellers described in "Amazon Scooped Up Data From Its Own Sellers To Launch Competing 

Products” (see note 353). 
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As mentioned above, a first point that has emerged is the fact that several of the 

obligations will need the Commission to make use of its further specification powers in order 

to be properly and effectively implemented by gatekeepers. Besides the cases in which this 

guidance will be of a purely technical nature, to assess whether a gatekeeper’s implementation 

measures are sufficient or not,380 two obligations stand out in particular. As argued above, the 

use of the vague term “Internet access services” in Article 6(6) DMA – without providing a 

definition of the term in Article 2 DMA – might raise questions related to its scope of 

application for what regards borderline cases not falling clearly under the general part of the 

obligation. While it is unlikely that cases related to services such as web browsers or search 

engines will not fall either under the obligation’s general part nor under any other provision of 

the DMA, so that the concrete difference in terms of legal results would be negligible, it is 

arguably more desirable for this to be clarified ex ante by the Commission rather than ex post 

through legal litigation. Similarly, Article 6(12) DMA would likely benefit from more detailed 

guidance on how the “fairness” of general access conditions will be assessed, beyond the (still 

welcome) benchmarks provided for in Recital 62. In particular, it is not stated whether Recital 

62 DMA provides an exhaustive list of benchmarks or just a list of examples, and thus the 

amount of discretion and flexibility that will go into the enforcement of Article 6(12) DMA. 

In terms of the concerns that have emerged, an observation that emerges from Table 3 

above is that the most relevant ones can be grouped in two groups: business model concerns 

and concerns related to the (underestimated) governance role of the platform.  

Looking at the first category, both the obligations in Article 5(4) and 6(10) DMA, for 

instance, allow business users to establish a direct relationship with their own customers 

bypassing the intermediary role played by the platform. While this is fine for situations where 

the platform is immediately remunerated for the initial customer acquisition service provided 

(think of e-commerce platforms, where the transaction fee paid when a purchase is made 

immediately compensates the platform for the successful seller-customer match provided), as 

well as for complex multi-product ecosystems in which fees from matching the two sides are 

only one of the several revenue streams of the platform owner, the objection raised by 

Booking.com mentioned above shows how this becomes problematic when applied to OTAs 

as the prevalent business model in the OTA sector consists in the provision of refundable 

bookings. The fact that, under this different business model, the platform is not able to secure 

 
380 See the examples made in notes 378 and 379 above of how implementation measures can still be circumvented 

or fail to solve the problem they were meant to address. 
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its compensation for the service provided until several days after the match has happened (and, 

under Article 6(10) DMA, the hotel has potentially received the now-acquired guest’s contact) 

opens up the possibility for hotels to exploit this time window to contact guests privately and 

get them to cancel the booking made on the platform in order to conclude a different contract 

(at a lower price) directly with the hotel. While it can be argued that customers receiving offers 

for lower prices would be a pro-competitive effect in the short run, if this were to become a 

widespread behaviour it could compromise the economic viability of the OTA business model 

in the longer run by making it significantly harder to monetise successful matches – something 

that, strikingly, has also been recognised in one of the analytical papers commissioned by the 

European Commission itself during the stages that preceded the publication of the DMA 

proposal,381 but without resulting in an exception or specification of these two obligations that 

accounts for business model diversity. While a threat to the economic viability of OTAs could 

be used to invoke the (at least partial) suspension of Article 5(4) and 6(10) DMA under Article 

9 DMA, two issues would remain: (a) OTAs would still face the burden of the proof to 

demonstrate such a threat to their economic viability; and (b) the temporary nature of an Article 

9 suspension, which is limited to “the duration necessary to address such threat to the 

gatekeeper’s viability”382 would probably require gatekeeper OTAs to adapt their business 

model to become fully compliant with the obligations in question. This would open the door to 

potential unintended consequences on end users’ welfare as well, for instance if OTAs 

designated as gatekeepers decided to protect themselves by phasing out fully refundable 

bookings in the EU. Another set of business model-related concerns regards the already-

mentioned objections raised by Apple according to which “general and unconditional 

interoperability obligations” (comparable to the ones imposed under Article 6(7) DMA) with 

a gatekeeper’ OS would pose problems to Apple’s “curated environment” business model 

centred around end users’ trust in the security, privacy and performance levels granted by the 

mandatory App Store review process. While, as argued in the previous chapter, these concerns 

do not appear to raise significant problems with the installability requirement imposed under 

Article 6(4) DMA,383 an extensive interpretation of Article 6(7) DMA, especially if read 

together with Article 6(12), could – as discussed more in detail below – effectively pose some 

 
381 Vaida Gineikytė, Egidijus Barcevičius and Guoda Cibaitė, "Analytical Paper 5: Business User And Third-

Party Access To Online Platform Data" (Observatory on the Online Platform Economy, 2020), 

https://platformobservatory.eu/app/uploads/2020/09/Analytical-Paper-5-Business-user-and-third-party-access-

to-data_final.pdf.  
382 Art. 9(1) DMA. 
383 See note 314. 

https://platformobservatory.eu/app/uploads/2020/09/Analytical-Paper-5-Business-user-and-third-party-access-to-data_final.pdf
https://platformobservatory.eu/app/uploads/2020/09/Analytical-Paper-5-Business-user-and-third-party-access-to-data_final.pdf
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limits to gatekeepers’ ability to offer “curated environment” user experiences even to those 

users that value them.384  

These concerns, in particular those related to the continued viability of certain business 

models under Article 5(4) and 6(10) DMA, are the result of a business model agnostic approach 

which is also reflected in a series of assumptions made in the IAR.385 As noted by Teece and 

Kahwaty, the IAR assumes that business will continue “as usual” due to the need to continue 

to depend on a large user base, which will prevent the “costs arising from the need to use an 

alternative business model or to position their products or services differently in the 

marketplace”386 from having repercussions on other parts of platform firms’ business 

models.387 Such a reasoning seems to rest on the assumption that, since none of the obligations 

in the DMA ban specific monetisation models,388 gatekeepers will choose to take a hit to their 

“supra-normal profits” rather than lose their competitive edge in the competition for users by 

passing on lost revenues to consumers in the form of higher prices. Such assumption misses 

out on two main points. First of all, while no specific monetisation model is banned under the 

DMA, the example of OTAs mentioned above shows how the implementation of certain 

obligations (Article 5(4) and 6(10) DMA) by certain business models (fully-refundable 

transactions) under certain circumstances (business users exploiting the refund time window 

to avoid paying transaction fees after having availed themselves of the intermediation service) 

may make perfectly legitimate monetisation avenues simply not profitable, rather than less 

profitable, anymore. Secondly, it does not distinguish between multi-product and multi-service 

platform ecosystems, where it may make economic sense to run an unprofitable intermediation 

service at a loss in order to attract users into the ecosystem and thus increase the profitability 

of the ecosystem as a whole, and single-purpose platforms which might as well have a single 

monetisation avenue which, if made unprofitable, would need to be replaced with other sources 

 
384 While Recital 62 DMA clarifies that Art. 6(12) DMA “should not establish an access right” to app stores in 

order to safeguard providers’ role in the fight against illicit content, allowing to develop applications interoperable 

with the gatekeeper’s hardware or OS but then rejecting an application from an app store on the grounds that it 

interoperates with a critical system feature could be construed as discriminatory (and thus prohibited) if that same 

feature is also available to the gatekeeper’s own services. 
385 The need to take into account platforms’ business models has been reiterated in the literature, see for instance 

Jacobides and Lianos (see note 69), Colangelo (see note 137), Teece and Kahwaty (see note 386 below) and 

Cennamo et al. (see note 34). Colomo (see note 212) also noted how the implementation of certain DMA 

obligations may require gatekeepers to change their business model. 
386 David J. Teece and Henry J. Kahwaty, "Is The Proposed Digital Markets Act The Cure For Europe’s Platform 

Ills? Evidence From The European Commission’s Impact Assessment", BRG Institute, 2021, 

https://media.thinkbrg.com/wp-content/uploads/2021/04/11215103/Is-the-DMA-the-Cure_Teece_Kahwaty.pdf.  
387 Ibid. 
388 IAR Annexes, p. 49. 

https://media.thinkbrg.com/wp-content/uploads/2021/04/11215103/Is-the-DMA-the-Cure_Teece_Kahwaty.pdf
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of revenue for the platform to stay in the market.389 In the latter case, it is not a given that the 

change in monetisation models would imply a net zero or positive change in welfare for end 

users.390 

For what regards the second category of concerns that have emerged, the first obligation 

to be discussed is Article 6(7) DMA, due to the concerns raised in terms of end user security 

and data protection by such a broad interoperability requirement coupled with the very limited 

scope for preventive measures afforded to gatekeepers. As discussed in the previous chapter, 

the broad scope of Article 6(7) DMA has the potential to cover critical functionalities which 

could be employed in a malicious way, such as the background listening function used by voice 

assistants to respond to vocal commands such as “OK Google” or “Hey Siri” or the abilities to 

read on-screen text and to initiate actions on the user’s behalf which are behind accessibility 

functions. The fact that the EP amendment introducing a cybersecurity justification for the 

adoption of preventive measures by gatekeepers did not make its way into the compromise text 

means that gatekeepers will not have the grounds to act when a software application of this 

kind compromises user security or privacy without also compromising the integrity of the 

functionalities provided by the gatekeeper (for instance, if it collects sensitive data unbeknown 

to the end user but without interfering with other processes and functionalities) under Article 

6(7) DMA;391 and, while gatekeepers will maintain the possibility to reject upon review such 

applications from their app stores,392 the security justification related to sideloaded apps under 

Article 6(4) DMA allows gatekeepers to enable end users to protect security rather than 

enabling gatekeepers to protect end user security. This, coupled with the exclusion of default 

settings from the range of measures available to gatekeepers, seems to shift the burden for 

cybersecurity and data protection relative to side-loaded apps and app stores on the end user, 

with all the potential risk this implies for less tech-savvy users. Comparable concerns have 

emerged relative to Article 6(10) DMA and the potential for unintended consequences (beyond 

the incompatibility with certain business models mentioned above) which derives from 

allowing business users to reach out directly to individual end users, both in terms of the 

 
389 Hypothetically, such a scenario could even have the unintended effect of putting services offered by already-

dominant platform ecosystems in an even better competitive position compared to single-purpose platforms 

designated as gatekeepers under the Art. 3 DMA quantitative thresholds. 
390 For instance, OTAs struggling to monetise successful transactions may start charging hotels or users (or both) 

for access to the platform (resulting in an increase in consumer prices), or may start showing advertisements to 

end users (degrading consumer experience). 
391 A possible – albeit partial – way out, here, would be a very extensive interpretation by the Commission of the 

concept of “integrity”, so as to cover at least the most egregious cases of security breaches. 
392 Recital 62 DMA. 
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potential for waves of spam offers and for the possibility to offer illicit or counterfeit goods 

outside of the reach of the platform’s content moderation activities. While business users’ 

access to personal data – and thus to their contact information – is subject to the requirement 

to obtain end users’ consent, much will depend on how meaningfully such consent choice is 

presented to end users to begin with. 

In both of these cases, the obligations at hand seem to fail to appreciate the platform’s 

role beyond the provision of matches between users on different sides, in particular for what 

regards the fact that the same governance mechanisms which enable the unfair practices being 

targeted are also key instruments to perform the curation activities necessary to weed out 

undesirable offerings from the platform ecosystem in question.393 While limitations to the use 

of such mechanisms are welcome when they prevent gatekeepers from engaging in anti-

competitive or abusive behaviour, a balance needs to be stricken between these desirable, pro-

competitive effects and the need for safeguards394 that allow platform and ecosystem 

orchestrators to continue managing negative network effects395 and to effectively play a role 

“in the fight against illegal and unwanted content”396 as foreseen under other pieces of 

legislation being discussed in the same period as the DMA.397  

For what regards the objectives pursued by the single obligations, most of the provisions 

analysed target the manifestation of gatekeepers’ market power, which generally happens 

either when such market power is leveraged to obtain conditions “that would not be possible 

under normal market circumstances”398 (Article 5(3), 5(4), 5(5) and 6(12) DMA) or when a 

gatekeeper’s dual role as both the platform’s orchestrator and as a provider of offering 

competing with those of business users is leveraged to put the gatekeeper’s own offerings in a 

better position compared to competitors in downstream markets (Article 6(3), 6(4), 6(5), 6(6), 

6(7), 6(2) and 6(10) DMA). Many of these practices targeted by the obligations analysed have 

 
393 On the importance of curation strategies to minimise negative network effects, see Geoffrey G. Parker, 

Marshall W. Van Alstyne and Sangeet Paul Choudary, Platform Revolution: How Networked Markets Are 

Transforming The Economy - And How To Make Them Work For You (see note 19). 
394 Hopefully, the safeguards in question will be the object of much-needed Commission specifications under Art. 

8 DMA rather than the result of legal proceedings. 
395 For instance, due to by end users being subject to spam waves as mentioned in the concerns above.  
396 Recital 62 DMA. 
397 Recital 62 DMA refers in particular to the DSA’s concerns with illicit and unwanted content; recently, the 

Commission has also tabled a proposal for a Cyber Resilience Act with the purpose of strengthening cybersecurity 

in hardware and software products (see European Commission, "State Of The Union: New EU Cybersecurity 

Rules Ensure More Secure Hardware And Software Products", 2022, https://ec.europa.eu/commission/presscorn

er/detail/en/IP_22_5374.). In the light of the concerns discussed above, a careful implementation of Art. 6(7) and 

6(10) DMA will be necessary to avoid conflicts between these obligations and the other new rules for the digital 

sector that have been mentioned. 
398 IAR, p. 88. 

https://ec.europa.eu/commission/presscorner/detail/en/IP_22_5374
https://ec.europa.eu/commission/presscorner/detail/en/IP_22_5374
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emerged in the sources mentioned in the literature review above, such as self-preferencing in 

intra-ecosystem competition in general399 and in ranking in particular, be it in favour of the 

gatekeeper’s own offerings or of third-party offerings making use of certain services of the 

gatekeeper;400 denial of access to third-party competitors401 or the imposition of access 

conditions that the gatekeeper’s offerings do not need to respect;402 the imposition of abusive 

terms of trade (cf. “unfair access conditions”) to complementors, made possible by the control 

over a bottleneck of the ecosystem;403 or the use of business users’ data to develop competing 

offerings404 and the restriction of the access to data to business users and competitors.405 

In most cases, these practices are targeted directly by the corresponding obligations, 

which prohibit or make more difficult specific practices. In some occasions, however, the 

obligations end up also taking away some of the structural power that gatekeepers leverage to 

enable such practices to begin with, such as by removing or reducing barriers to entry for 

competing business users or by loosening gatekeepers’ control over specific bottlenecks of the 

ecosystem (e.g., app stores). This is expected in the IAR and its Annexes to result in more intra-

ecosystem competitive pressure and, eventually, welfare gains for consumers in the form of 

lower prices and more innovation; as seen above, however, it also comes at the price of risking 

to take legitimate – and sometimes needed – governance mechanisms away from the end of 

gatekeepers. 

  

 
399 Frederic Jenny, "Competition Law And Digital Ecosystems: Learning To Walk Before We Run" (see note 83). 
400 Giuseppe Colangelo, "Evaluating The Case For Regulation Of Digital Platforms" (see note 137). 
401 Frederic Jenny, "Competition Law And Digital Ecosystems: Learning To Walk Before We Run" (see note 83). 
402 Giuseppe Colangelo, "Evaluating The Case For Regulation Of Digital Platforms" (see note 137). 
403 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
404 Giuseppe Colangelo, "Evaluating The Case For Regulation Of Digital Platforms" (see note 137). 
405 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
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6. Discussion 

The observations made in the previous chapter have implications for our discussion about 

the DMA’s success in “patching” the shortcomings of competition law for what regards online 

platforms and ecosystems. On one side, the choice of addressing “unfair” practices directly by 

prohibiting them through a closed list of obligations has the merit of providing a relatively 

simple remedy to a majority of the symptoms diagnosed by the literature and by stakeholders’ 

complaints, so that – if properly implemented – the most egregious anti-competitive or abusive 

practices performed by the largest digital platforms should cease or at least become easier to 

be sanctioned with certainty. On the other side, the problem identified in the literature review 

was deeper than the simple presence of instances of abusive conduct which were going 

undetected, as it lay in the fact that traditional competition law is arguably ill-equipped to fully 

capture these practices without relying on conceptual shortcuts. As discussed in Section 2.3.1. 

above, platforms and platform ecosystems have a set of distinctive features that are difficult to 

account for using classic competition law concepts and instruments without having to 

“overstretch doctrine”,406 and several of these characteristics are also behind the competitive 

problems raised by platforms and ecosystems. 

Let us make an example based on the analysis performed in the previous chapters. The 

fact that Apple is able to engage in the kind of unfair practices targeted by the obligations 

discussed above, excluding competitors from the iOS ecosystem or forcing them to compete 

with its own first-party offerings under uneven conditions, is not a question of “dominance” in 

the traditional sense407 but rather of the very architecture of the iPhone-iOS ecosystem, which 

integrates device, OS and app store in a single “walled garden” offering and couples it with 

users’ tendency to single-home when it comes to smartphones to unilaterally set the rules for 

its own ecosystem. As Article 101 TFEU covers anticompetitive agreements and Article 102 

TFEU requires a finding of dominance to judge a practice as abusive, this cannot be properly 

captured by competition law unless we take the conceptual shortcut of defining a single 

bottleneck aspect of the ecosystem as a separate market from the rest of the Apple ecosystem,408 

 
406 Nicolas Petit and David J. Teece, "Innovating Big Tech Firms And Competition Policy: Favoring Dynamic 

Over Static Competition" (see note 166). 
407 According to Jacobides and Lianos (see note 69), Apple’s 17% market share would prevent it from being found 

as dominant in the smartphones market. 
408 As the Commission has done, for instance, when it preliminarily found in Apple - App Store Practices (music 

streaming) that “Apple has a dominant position in the market for the distribution of music streaming apps through 

its App Store” (see European Commission, “Antitrust: Commission sends Statement of Objections to Apple on 
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find dominance there and then establish that such dominance has been leveraged to engage in 

abusive conduct.409 But even if we do so, such an approach fails to appreciate (a) “the 

anticompetitive effects at the level of the Apple ecosystem”410 and (b) the fact that Apple is not 

merely “dominant” in its own ecosystem – it is the owner of the platform on which the 

ecosystem relies, and as such has a direct control over its governance mechanisms when 

competing downstream against its own business users: which conditions an app must satisfy 

and a developer must agree to in order to access the App Store, which apps, product, services 

and web pages do iOS and Siri steer users towards, up until which hardware features are 

available to complementors to rely on when developing complementary apps and services. 

By tackling individual practices directly, the DMA does not address this issue – nowhere 

in the DMA a new standard of proof is introduced to determine whether a certain course of 

conduct is anti-competitive or abusive or not which relies on the specific features of the role of 

orchestrators rather than on the finding of dominance in a relevant market. Under the DMA, a 

practice is “unfair” if it enacted by a gatekeeper and it is forbidden under the exhaustive list of 

22 obligations contained in Articles 5, 6 and 7 DMA, and, once an undertaking has been 

designated as a gatekeeper, no further analysis is required to determine whether the practices 

it engages in are the result of its gatekeeping position or the normal way of conducting business 

in its sector – it is simply assumed that the former option will be the case.411 This means that 

anti-competitive, abusive or unfair practices that will emerge or become prevalent after the 

adoption of the DMA, or event current ones that did not make their way into the compromise 

text during the legislative process,412 will need to be assessed in the same way they have been 

assessed pre-DMA so far – namely, through traditional competition law enforcement and other 

sectoral rules such as the P2B Regulation. The same will be true for practices which do involve 

services not included among “core platform services” or which are enacted by platform firms 

 
App Store rules for music streaming providers”, 2021, https://ec.europa.eu/commission/presscorner/detail/en/ip

_21_2061).  
409 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
410 Ibid. (emphasis added). 
411 Take as an example Booking.com’s concerns with the disintermediation provisions discussed above – if 

Booking.com were to be designated as a gatekeeper upon the entry into force of the DMA, preventing business 

users (hotels) from accessing end users’ contact information would be categorised as an unfair practice (for 

Booking.com only) stemming from its position as a gatekeeper, despite it simply being an element of the prevalent 

business model in the OTA sector. 
412 See the example of the lock-in of business users for what regards cloud services mentioned in the discussion 

of Art. 6(6) DMA above. 

https://ec.europa.eu/commission/presscorner/detail/en/ip_21_2061
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_2061
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that, by virtue of their limited size or user base, will not be designated as gatekeepers413 and 

thus will fall outside of the scope of application of the DMA. To make another example from 

the obligations analysed above, setting up barriers to end users’ ability to switch between 

services and subscriptions is now forbidden under the DMA, while doing the same for business 

users is not despite the many complaints of business user lock-in due to the lack of data 

portability and interoperability between cloud service providers emerged during the OPC. This 

difference is not due to the fact that the former case fits some form of new “abuse of ecosystem 

orchestrator position” or “ecosystem failure” test, or whatever other new theory of harm 

introduced by the DMA, while the latter does not – simply, it is due to the fact that the first 

practice appears in the DMA’s list of obligations,414 while the second one does not. This 

represents an inherent limitation of the DMA since, if new technologies and new platform 

business models were to lead to the emergence of new practices by gatekeepers, the DMA will 

need periodic legislative updates in order not to lag behind new developments in the digital 

sector. 

This finding is not only true for the kind of intra-ecosystem competition that is the focus 

of this dissertation, but it can reasonably be generalised to the competition issues raised by 

platforms and ecosystems in general. The obligations that were not included in the analysis as 

they were not primarily concerned with intra-ecosystem competition issues share the same 

characteristic of prohibiting and mandating specific courses of behaviour, and while a 

satisfying degree of inter-ecosystem competition has been argued in the literature to be a 

potential remedy to insufficient intra-ecosystem competition,415 the same limitation described 

above applies – the use of a closed list of practices precludes the use of the DMA to scrutinise 

and eventually sanction other types of conduct that have not been explicitly included. 

Another, parallel consequence of such a closed-list approach is that, exactly how 

practices excluded from the list will not be covered by the DMA regardless of their competitive 

nature, once a practice is included among the DMA obligations all undertakings designated as 

gatekeepers will be prohibited from engaging in such practice regardless of whether it would 

amount to an anticompetitive conduct or an abuse of dominant position or not when applied to 

 
413 While it may be counterintuitive that undertakings not meeting the Art. 3 DMA criteria for designation as 

gatekeepers may enjoy the kind of market power behind the unfair practices targeted by the DMA, this may be 

(or become) the case for platforms that differentiate themselves by catering to specific niches of users or types of 

interactions.  
414 Art. 6(6) DMA. 
415 Michael G. Jacobides and Ioannis Lianos, "Ecosystems And Competition Law In Theory And Practice" (see 

note 69). 
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a gatekeeper’s specific business model. As shown in the previous chapter with the OTA sector 

concerns, a practice that is problematic when performed by certain actors (e.g., depriving 

business users from audience data required to run analytics, improve their offerings and 

personalise them) can be essential for a subset of them to continue operating a customer-

friendly business model (limiting hotels’ possibility to reach to guests allows it to offer 

refundable bookings while reducing the risk its fees will be bypassed after a successful match). 

As the practices targeted by Articles 5, 6 and 7 DMA are considered to be unfair a priori, the 

DMA allows undertakings to rebut their designation as gatekeepers as a whole but not the 

unfairness of the banned practices once designation has happened. This means that gatekeepers 

whose business model sits uneasily with the new obligations, or who have even more serious 

concerns tied to their ability to effectively govern their ecosystem as seen above with 

cybersecurity, spam and illicit offerings, will not be able to justify their conduct on these 

grounds in the way they would be able to invoke efficiency claims and positive consume 

welfare effects during a competition law proceeding.  

While the risk of capturing practices that would raise concerns if covered can be partially 

addressed by the Commission (albeit within the limits of what the current text makes possible) 

through the adoption of delegated acts under Article 9 or 12(2)(c) DMA, in order to specify 

avenues to ensure “effective compliance” while taking into account the concerns emerged for 

specific obligations and business models,416 this is not the case for the former issue of not 

capturing practices not explicitly included in the DMA’s final text. Both extending the scope 

of application of existing obligations to cover practices, services or users currently not covered 

and adding new obligations and new “core platform services” to the DMA to keep up with 

market and technological developments will require a market investigation under Article 19 

DMA, and while in the former case an implementing act by the Commission will be sufficient 

to update the current list of obligations,417in the latter one a new legislative proposal amending 

the DMA will need to be tabled and to undergo the ordinary legislative procedure.418 In both 

cases, in the meantime the practices concerned will remain in the field of traditional 

competition law, where all the conceptual and enforcement limitations emerged in the literature 

review will continue to apply as before. 

  

 
416 For instance, the concerns of OTAs about being bypassed by hotels could be addressed if the Commission 

specified that it would consider providing business users access to end users’ contact data only after the platform 

has been compensated for its customer acquisition efforts as sufficient to ensure compliance with Art. 6(10) DMA. 
417 Art. 12 DMA. 
418 Ibid., Art. 19(3). 



 68 

7. Concluding remarks 

This dissertation began with a literature review that showed how digital platforms and 

ecosystems have a set of specific features (e.g., strong network effects, barriers to entry due to 

strong economies of scale and data advantages, nongeneric complementarities) which tend to 

push markets where platforms operate towards concentration419 and which, together with the 

governance functions exercised by platform owners, traditional competition law concepts can 

struggle to properly account for. 

Through an analysis of the new obligations introduced by the DMA, with a specific focus 

on those concerned with intra-ecosystem competition in particular, this dissertation has 

attempted to assess to what extent such gap in EU antitrust legislation has been bridged by the 

introduction of new special responsibilities for so-called “gatekeepers” under the DMA. At the 

same time, we must remember that, while its two objectives of “contestability” and “fairness” 

come very close to the competition law purposes of preventing foreclosure of effective 

competition and abuse of dominance – to the point that the DMA has been described as a “lost 

child of competition law”420 – the DMA is not exactly a piece of antitrust legislation. It has 

been adopted under the EU’s general Single Market legal base, Article 114 TFEU, it presents 

some significant procedural and institutional differences compared to competition law, and the 

documentation supporting its proposal relied not only on past competition cases to be codified 

and generalised, but also on cases which are still open and pending a final decision by the 

Commission,421 expert reports, academic contributions, as well as observations and complaints 

raised by stakeholders in the OPC and other participatory activities which were not only 

focused on competition issues but on the fairness of digital markets more in general. As an 

example of the “more regulatory” approach to antitrust enforcement,422 the DMA integrates 

the already-existing competition law toolkit by directly prohibiting a list of “unfair” practices 

encompassing a large share of the kinds of conduct which have emerged as problematic for 

competition law in the academic literature and in antitrust circles. It does not, however, attempt 

 
419 Michael G. Jacobides and Ioannis Lianos, "Regulating Platforms And Ecosystems: An Introduction" (see note 

40). 
420 Alexandre de Streel and Pierre Larouche, "The European Digital Markets Act: A Revolution Grounded On 

Traditions" (see note 195). 
421 For instance, Amazon Buy Box, for which the commitments offered by Amazon are yet to be made binding by 

the Commission after the recent expiration of the time frame for interested third parties to offer comments, or the 

various Apple App Store practices cases, of which only Apple App Store Practices (music streaming) resulted so 

far in preliminary findings warranting a Statement of Objections being sent to Apple, while Apple App Store 

Practices (e-books/audiobooks) and Apple App Store Practices are still in the investigation stage. 
422 Giuseppe Colangelo, "Evaluating The Case For Regulation Of Digital Platforms" (see note 137). 
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to bridge the conceptual gap between platforms and competition law by providing the latter 

with the instruments to engage directly with questions of ecosystem structure, with the central, 

orchestrating role played by platform owners and with the dual role the latter can play as both 

an orchestrator and a competitor in the same (multiproduct/multiservice) ecosystem it governs. 

This is not a general critique of the approach of the DMA as a whole, but rather an 

acknowledgement of its limitations. On one hand, in fact, it must be conceded that the most 

egregious “unfair” practices put in place by large platforms will now be caught and sanctioned 

more promptly (which is important, as it has been noted that the length of antitrust proceedings 

was particularly relevant in motivating the Commission to propose the DMA)423 and, as there 

will be no longer need to stretch antitrust doctrine to cover these practices, with more legal 

certainty.424 On the other hand, however, a consequence of the closed-list approach chosen by 

the Commission is that the DMA achieves this objective by trading off both the capacity to 

capture other forms of anti-competitive or abusive conduct which have not made their way into 

the compromise text, and (at least partially) the flexibility needed to avoid capturing welfare-

enhancing (or, in a few critical cases, even needed) gatekeeper practices. As discussed above, 

this latter shortcoming can be partially addressed by the Commission through careful 

specification of the avenues to comply with problematic obligations. What limits the DMA’s 

capacity to fully bridge the gap between platform and ecosystems and competition law, instead, 

is the choice to address the symptoms (an alleged enforcement gap)425 while refusing to engage 

with their root cause (a conceptual gap).  

It is true that most of the anti-competitive or abusive practices identified in the literature 

will either cease or be sanctionable, so that it is reasonable to expect the EU competitive 

landscape to become less distorted, at least for what regards intra-ecosystem competition, and 

there is a merit to that. At the same time, however, antitrust enforcement outside of the scope 

of application of the DMA will continue business-as-usual with all the added difficulties in 

dealing with the characteristic features of digital platforms and ecosystems evidenced in this 

dissertation, or require periodic (and time-consuming) updates to the DMA. This represents, 

possibly, the biggest limitation to the DMA’s ability to bring antitrust enforcement on step with 

the developments introduced by platforms and ecosystems.  

 
423 Alexandre de Streel and Pierre Larouche, "The European Digital Markets Act: A Revolution Grounded On 

Traditions" (see note 195). 
424 Nicolas Petit, "The Proposed Digital Markets Act (DMA): A Legal And Policy Review" (see note 207). 
425 Alexandre de Streel and Pierre Larouche, "The European Digital Markets Act: A Revolution Grounded On 

Traditions" (see note 195). 
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https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_40452
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_40153
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_40099
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_40099
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_39740
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_39740
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_37792
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_37792
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_39530
https://ec.europa.eu/competition/elojade/isef/case_details.cfm?proc_code=1_39530
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EU legislation 

Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 on 

certain legal aspects of information society services, in particular electronic commerce, in the 

Internal Market ('Directive on electronic commerce'). OJ L 178/1, 2000. 

Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16 

February 2011 laying down the rules and general principles concerning mechanisms for control 

by Member States of the Commission’s exercise of implementing powers. OJ L 55/13, 2011. 

Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 

2016 on the protection of natural persons with regard to the processing of personal data and on 

the free movement of such data, and repealing Directive 95/46/EC (General Data Protection 

Regulation) (Text with EEA relevance). OJ L 119/1, 2016. 

Regulation (EU) 2019/1150 of the European Parliament and of the Council of 20 June 

2019 on promoting fairness and transparency for business users of online intermediation 

services (Text with EEA relevance). OJ L 186/57, 2019. 

Regulation (EU) 2022/… of the European Parliament and of the Council of 14 September 

2022 on contestable and fair markets in the digital sector and amending Directives (EU) 

2019/1937 and (EU) 2020/1828 (Digital Markets Act). OJ L …/…, 2022.426 

  

 
426 The OJ numerical references of the DMA will only become available with the publication of the DMA on the 

OJ, which has yet to happen as of 23 September 2022. 
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Appendix II. Table of OPC search keywords 

Methodological note: for keywords with the same root, the shorter word has been chosen, as Excel's search 

function would return results for the longer one as well (e.g., searching for "sideload" would return results 

for both "sideload" and "sideloading", but not vice-versa). 
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Annex: Dissertation summary 

Digital platforms are multi-sided digital frameworks that enable, shape and provide 

governance for interactions between different groups of participants, without considering the 

possibility to develop external complements as a necessary condition for such definition. Such 

platforms create value by mediating and facilitating interactions between different sides, 

frequently two but also three (or rarely more) in the case of more complex platforms at the 

heart of ecosystems. A distinctive feature of platforms is network effects, which can be positive 

or negative and same-side or cross-side and which lead the value of the platform to grow (or 

decline) following a nonlinear or convex growth pattern. This makes it rational for platforms 

to prioritise growth over short-term profits, by deploying various strategies and design choices 

to grow their user base, often including the subsidization of one side to attract (profitable) users 

on the other one. Together with other features such as high multi-homing costs switching costs, 

low demand for differentiation, economies of scale of scope and of learning, network effects 

facilitate markets where platforms compete to be horizontally concentrated and to “tip” towards 

winner-takes-all dynamics. 

Platforms are also often (but not always) at the centre of broader platform ecosystems, 

groupings of firms comprising the platform owner and all of its complementors which 

Jacobides, Cennamo and Gawer describe as having an “hub and spoke” form and as enabling 

participating firms to deal with nongeneric, unique or supermodular complementarities which 

happen at the level of role through technological modularity. This allows the platform to 

become more valuable to end users thanks to the availability of complements, and 

complementors to access the platform’s large user base and to offer their product of service as 

a part of a set of complementary, value-enhancing offerings rather than as a stand-alone. 

Platform owners also engage in governance, both at the platform level (to affect 

individual behaviour through content moderation, terms of services, algorithms and so on) and 

at the ecosystem level (to determine rules governing access to the ecosystem, value-sharing 

and conflict resolution). Orchestration by platform owners is important to mediate between the 

interests of different groups of users, to prevent and deal with market failures and to properly 

manage network effects to ensure that participants create value for one another. Governance 

mechanisms have been conceptualised by Tiwana, who identified three different dimensions 

of platform governance - decision rights partitioning (who has the primary authority for what 

kind of decisions), the control portfolio (control mechanisms to reward and punish behaviour, 
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including gatekeeping, process control, metrics and relational control) and pricing policies. 

With the necessary adjustments, Tiwana’s conceptualisation can be generalised from its 

original focus on software platforms to be applied to platform ecosystems more in general. 

Behaviour in digital platforms and ecosystems is also constrained by the very structure and 

algorithms of the platform it takes place on, which allow not only to reduce a platform’s 

structural complexity but also to deploy “code” for the purposes of platform governance by 

constraining and enabling on the very possibility to engage in a determinate kind of behaviour. 

Digital architectures also enable the collection and standardisation of data for subsequent use 

by a platform’s algorithms, by channelling user activity along newly-created actions which can 

be easily recorded into distinct data fields (a concept named encoding by Alaimo and 

Kallinikos). 

The powerful position that platform owners play as orchestrators of their own platforms 

and ecosystems, coupled with the tendency towards concentration mentioned above and with 

claims that platforms so far have been underregulated, has led towards the emergence of 

political calls for better scrutiny of the power of digital platforms in the light of the risks of 

social costs they pose which current regulatory authorities are ill-equipped to deal with. These 

include concerns regarding information reliability, new divisions in the public sphere, the 

integrity of the democratic process, illicit or harmful content, as well as the exploitation of 

market power through anti-competitive and abusive behaviour. Regarding the latter concern, 

current antitrust enforcement is often criticised as ineffective at constraining the new type of 

market power of Big Tech firms through ex post investigations. Going deeper than issues of 

speed of enforcement, however, the peculiar features of digital platforms and ecosystems call 

into questions the efficacy of some of the basic concepts and assumptions on which competition 

law enforcement relies. 

Traditional methods to define relevant markets, find dominance within them and 

establish the abusive or anti-competitive nature of a certain conduct struggle to account fully 

for competition that happens in or between ecosystems of complementary products and which 

involves profit-maximisation across different sides and across different offerings. This forces 

competition authorities to define different parts of the same ecosystem as separate markets and 

then find instances of leveraging of dominance from a market to the other, stretching antitrust 

doctrine and failing to account for ecosystem-level anti-competitive effects, as well as to 

struggle to identify exploitation of other sides of a platform when this does not translate into a 

direct consumer harm (e.g., because of zero pricing on the end user side). 
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Specific competition concerns raised in the academic literature regard unfair surplus 

sharing terms, as well as situations in which platforms play a “dual role”, competing with their 

own business users or complementors in the same marketplaces they operate as orchestrators, 

and thus might be tempted to use their governance position to tilt the playing field in their own 

favour. Other concerns regard incumbents’ competitive advantages due to the large amount of 

data that they manage to accumulate and to leverage to further improve their own offerings, 

advantages which allegedly are difficult – if not impossible – to replicate as incumbents expand 

them through feedback loops and strategic mergers and acquisitions while also denying access 

to data to (potential) competitors. Mergers and acquisitions by large platforms also raise 

concerns with the use of “killer acquisitions” to escape the potential competitive pressure posed 

to either one of their offerings or with the whole ecosystem by acquired firms. 

In the EU, the attempt to deal with these competition concerns took the form of the 

Digital Markets Act (DMA), a piece of legislation which is part of a broader round of expansion 

of the existing body of EU regulation on the digital sector and which focuses on ensuring 

“fairness” and “contestability” in digital markets by imposing a list of special obligations on 

large platforms designated as “gatekeepers”. 

The emerging academic literature, however, noted how it is not easy to collocate the 

DMA on either side the (partial) conceptual overlap between regulations implementing 

competition law and sectorial regulation, as on one hand some of its propositions and 

procedural choices are difficult to follow from a “pure” competition law standpoint, while on 

the other hand important differences remain both from sector-specific regulation and from 

general regulatory frameworks. This mix of the purposes and features has led the DMA to be 

ascribed to the category of the “more regulatory” approach to competition law by Colangelo – 

an approach that Larouche and de Streel ascribe more to a desire to cure an enforcement failure 

due to the lengthy duration of competition law proceedings rather than to address the 

difficulties caused by the specificities of digital platforms and ecosystems. 

This dissertation attempted to assess to what extent the obligations on gatekeepers 

introduces by the DMA bridge the gap between competition law and platform ecosystems 

evidenced in the literature review, by focusing in particular on intra-platform competition 

instances where the platform owner competes with its own business users.  

The research design followed for this purpose involved the individual analysis of 11 

obligations introduced by the DMA, which have been singled out for their more direct 
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connection with gatekeepers’ practices distorting competition with their own complementors 

and business users. For each of these obligations, the analysis aimed at (a) describing the 

content of the obligation at hand, (b) identifying the purpose behind the introduction of that 

specific obligation (i.e. the kind of practice, gatekeeper behaviour, market failure et similia that 

the Commission was concerned with when introducing it), (c) tracing the origin of changes to 

the Commission proposal, in those cases where the final text of the obligation differs markedly 

from the original one, and (d) identifying key stakeholders’ support for and/or concerns with 

the obligation under examination. This formed the basis for a critical analysis highlighting 

common themes in the purposes and concerns emerged and discussing individual obligations 

for which particularly relevant concerns emerged; this critical analysis was then followed by a 

discussion attempting to bring these findings in touch with the competition concerns which 

have been individuated in the literature review. The source material for this work consisted in 

the final text of the DMA, the original text of the DMA proposal and of the supporting 

documents that accompanied it, past and ongoing competition cases mentioned by the 

Commission in its analysis, archival legislative documents which are available through the 

websites of the Commission, of the European Parliament and of the Council and stakeholders’ 

submissions to the Open Public Consultation that preceded the DMA proposal and their 

feedbacks that followed the publication of the DMA proposal. This archival work was also 

complemented by first-hand observations gathered during a three-months work-from-home 

internship at the Italian Permanent Representation to the EU. 

The 11 obligations selected for analysis were grouped in four categories according to the 

kind of practices they target. The first group targets parity clauses and similar practices which 

shield the gatekeeper from competitive pressures from their business users through the use of 

other sales channels than the gatekeepers’ services, and includes a ban on MFN clauses (Art. 

5(2) DMA), a ban on prohibiting business users from communicating off-platform offers to 

end users (Art. 5(3) DMA) and a duty to allow end users to access to app content, subscriptions 

and features acquired off-platform (Art. 5(4) DMA). The second group targets self-

preferencing practices that could allow gatekeepers to exploit their position to favour their own 

products and services, and includes a duty to allow un-installation of any app and to allow to 

change defaults on a gatekeeper's OS (Art. 6(3) DMA), a duty to allow and enable installation 

of third-party apps and app stores (Art. 6(4) DMA), a ban on restrictions on switching between 

apps and services (Art. 6(6) DMA) and a duty to provide third-party providers with 

interoperability with the same hardware and software features available to gatekeeper hardware 

and services (Art. 6(7) DMA). The third group address gatekeepers’ use of allegedly unfair 
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practices involving business users’ data, and includes a ban on using non-public business user 

data to compete with them (Art. 6(2) DMA) and a duty to provide business users with real-

time access to data generated by their activity (including data provided or generated by their 

end users) (Art. 6(10) DMA). The fourth group coincides with a single obligation targeting the 

imposition of unfair or discriminatory access conditions through a duty to apply fair, reasonable 

and non-discriminatory access conditions to gatekeepers' app stores, search engines and social 

networking services (Art. 6(12) DMA). 

Several findings emerged from this work. First of all, some of the obligations already 

emerged as potential candidates for further specification under Art. 8 DMA, as their wording 

leaves scope for interpretation that might otherwise need to be clarified through legal 

proceedings before the CJEU. Two categories of concerns have also emerged. The first one 

regards the questions of compatibility that have emerged between certain obligations and 

specific business models, of which the most notable example is represented by the concerns 

raised by the OTA sector against provisions allowing business users to contact and establish a 

direct relationship with their own customers bypassing the intermediary role played by the 

platform, as this would threaten their refundable bookings business model. This is the result of 

the business model agnostic approach reflected in the assumptions made in the DMA’s 

supporting documentation, which misses out on how the impact on the monetisation avenues 

available to different business models, and thus on their profitability and – potentially – even 

on their economic viability, will depend on the specific business model of the firm at hand. In 

the second category, two specific obligations have emerged as potentially problematic as they 

risk to vulnerabilities in terms of end user cybersecurity (by shifting the burden on the end 

user) and of the proliferation of spam and illicit offerings by subjecting platform governance 

mechanism to broad restrictions that seem to fail to appreciate the platform’s role beyond the 

provision of matches between users on different sides and in the management of negative 

network effects and in the fight against illegal and unwanted content. 

The critical analysis also found that the obligations introduced by the DMA address 

competitive issues by directly prohibiting individual “unfair” practices. This finding constitutes 

the starting point of the discussion contained in the last chapter of the dissertation, which 

recognises how such a closed-list approach has the merit of providing a relatively simple and 

fast remedy to many of the competition issues identified in the literature, but also the demerit 

of not introducing the necessary instruments for general competition law to properly assess the 

conduct of platform owners outside of the scope of the list of practices banned by the DMA – 

for instance, a new standard of proof or theory of harm to assess platforms’ practices in the 



 91 

light of the specific features of the role of orchestrators rather than of the dominance findings 

in a relevant market. Under the DMA, a practice is “unfair” if it enacted by a gatekeeper and it 

is forbidden under the exhaustive list of 22 obligations contained in Art. 5, 6 and 7 DMA, while 

it is not addressed at all if it falls outside of the list. This does not address the conceptual gap 

due to the fact that platforms and platform ecosystems have a set of distinctive features that are 

difficult to account for using classic competition law concepts and instruments without having 

to overstretch doctrine, and has two implications. The first one is that, once a practice is 

included among the DMA obligations, all gatekeepers will be prohibited from engaging in it 

regardless of whether it would amount to an anticompetitive conduct or an abuse of dominant 

position or not when applied to a specific gatekeeper’s business model, leading to the business 

model and governance concerns described in the critical analysis. The second one is that anti-

competitive, abusive or unfair practices that do not appear in the list of obligations, either 

because they did not make their way into the compromise text or because they will emerge or 

become prevalent in the future following market and technological developments, will need to 

be assessed in the same way they have been assessed pre-DMA so far – namely, through 

traditional competition law enforcement and other sectoral rules. such as the P2B Regulation. 

This represents an inherent limitation of the DMA’s capacity to to bring antitrust enforcement 

on step with the developments introduced by platforms and ecosystems, as it limits the capacity 

of the DMA not to lag behind the emergence of new technologies and new platform business 

models (and thus, of new practices) without the need for periodical legislative updates. 
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